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Preface Vi

Welcome to the Diskeep@&dministratorU s e r 6 s . TM&boak avill firstgive you a quick look at the major
features in Diskeepe&kdministrator, thenhelp you geit installed and running. Next, it describes the various
featuresn DiskeeperAdministratorand how to use therit.alsodescribeshe key features available in the
Diskeeper Professional and Server editid¢tisally, it definesdisk fragmentatiorand its effect oryour

Windows systems

>

Chapter 1 gives a brief overview of Diskeepeministrator

>

Chapter2 describes how to instelliskeeperAdministrator

>

Chapter 3xplainshow to use thearious features dbiskeeperAdministratot

>

Chapter 4 gives anverview of the features available in the Diskeeper Professional and Server editions.

>

Chapter Joresents the theory of Diskeeper operation.

>

Appendix A has tables showing the different Diskeeper editions, amp#rating systems, features and
capacities they support.

>

Appendix B tells you where to get answers to Frequently Asked Questions

>

Appendix Clists all the available menu options

>

Apperdix D lists possible error messages and their causes

>

AppendixE explains low to contact youbDiskeeper CorporatioGustomer Service Representative for
Support Services.

A The Glossary provides definitions of technical terms used in this manual.

The Diskeeper family of products includeskeeperAdministrator Diskeer Administratoris nota
defragmenter, but an application that provides a single point of control by which yoerteadly managall
the Diskeepeversions9.0 through 2008nstallations on your network

DiskeeperAdministratorprovides very flexiblgolicy-based managemeot Diskeeper in a network
environment. Key to this control are these network administration features:

A The Pushinstall feature makes it easy to deploy Diskeeper to any supported computer on your network.
Need to install Diskeeper orfew hundred machines? Diskeeper Administrator can do it in a few mouse
clicks.

A Controlling defragmentation operations is simpl
thousands networWwide. You can establish policies that dictate how Diskerpes on one or multiple
computers at a time.

A For ease of management, you can arrange the computers on your network into logical groups. Diskeeper
Administrator supports Microsoft Active Directohgroups, or you can create your own customized groups.
For example, you can easibet up different defragmentation policies, reports or preferences for the
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computers in the Finance departmennpared to those in Engineerthgr deploy Diskeeper to all the
computers on the fourth floor.

Diskeeper Administratorrpvides a wealth of report and exceptizased alert notification options detailing
the fragmentation on the computers across your network, and also collects performance and reliability date
that you can use to proactively maintain your systems.

The Update and Upgrades module enables Diskeeper Administrator to detect and deploy Diskeeper
updates and upgrades to all your managed Diskeeper computers. Noteuthdadteis a necost
incremental version of a specific Diskeeper version number (such as freionve0® build 100 to version
2008 build 101). No additional Diskeeper licenses are necessary to update a Diskeeper instatlation.
upgradeis a change from one major version number to another (such aPistaeper 20070 Diskeeper
2008). You must owror purchase thappropriate Diskeeper license to upgrade a Diskeeper installation.

You can use Diskeeper Administrator Edition to remetelgitrol Diskeeper 9.through 2008nstallations
on computers all over your network. Without ever leaving your deskcan perform any Diskeeper task
as if you were sitting in front of the remote machine.

As used in this manual, the tedisk fragmentatiomeans two things:

A

A

a condition in which pieces of individufiles on a disk volume are not contiguous, but rather are broken up
and scattered around the disk; and

a condition in which the free space on a disk volume consists of little pieces of space here and there rather
than a few large free spaces.

The effecs of excessive fragmentation are twofold as well:

A

A

file access takes longer because a file must be collected in pieces here and there, requiring several disk
accesses instead of just one; and

file creations take longer bacse space for the file must be allocated in little pieces here and there instead
of just one contiguous allocation.

The bottom lin&: fragmentation slows Windows system performance. The longer you wait to defragment your
disk volumes, the slower your computeans.

With Diskeeper, all the volumes in a Windows operating system can be kept defragmented indefinitely.
Diskeeper cleans them up and keeps them that way. This includes volumes with compressed, encrypted and
sparse files on NTF@olumes.

Running either invisibly as a backgrouptbcesr as a manual defragmenter, Diskeeper carefully rearranges
files and free space on a disk volume so they consist of as few pieces as possible. Diskeepenrotieer
processes are active on the compugethere is no need to lock users off a disk while it is being defragmented.
The end result: Your computer will run faster when Diskeeper is enabled.
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Chapterl

Overview of Diskeeper Administrator

Diskeeper introduced the concept of enterpwsde defragmentation, and Diskeepgeiministratorrepresents
the next generation of this technolo@iskeepe2008 Administrator advances the concept of polased
centralized management of Diskeeper throughout your network.

With DiskeepeAdministrator you can installgontrol, andnonitor Diskeeper on computers throughout your
network.

Here are the major features provided by Diskeégieninistrator

A Diskeegper Deploymentd Install or uninstall Diskeeper Professional, Pro Premier , Server or
EnterpriseServer on selected computers throughout your network.

A Logical Grouping Control 8 Supports Active Directory groups, or you can create custom logical groups

of systems on which to manage Diskeeper operations.

A Policy-Based Centralized Managemend Set and view Diskeeper defragmentation properties that
control how and when Diskeeper runs on selected computers on your network.

A SinglePoint Management of Diskeeper Liensing and Activationd Manage your Diskeeper licenses
and activation networkide, from a single location.

A Reportsd Establish and view several Diskeeper reports showing information about selected computers on

your network.

A Alerts 8 Get email notification of critical issues regarding the condition of the disk volumes all through

your network.

A Single Remote Computer Controld Connect directly to a remote system and have full control of
Diskeeper on that system.

A CrossPlatform Support 8 Diskeeper Administtor runs on a variety of Windows operating system
platforms, from Windows 2000 through Windows Server 2003.

In a typical scenario, you would use Diskeeper Administrator to deploy Diskeeper Profesdiordemier,
Server, oEnterpris&erver to remoteanputers throughout your network. Then, yeould optionallyuse

Diskeeper Administrator to establish policies that control the manner in which Diskeeper would run on those

computers. These remote computers carooptly be divided into groug@syou can usgour existing Active

Directory grouping structure or create your own custom groups. After establishing any desired defragmentation

policies, you can specify which alert messages

p oi ntedonediskeeper will automatically handle the fragmentation throughout your network. At any time

thereafter, you canse Diskeeper Administrator to generate reports that allow yeasity check up on
Diskeeper operations netwevkided without ever leavig your desk!

DiskeeperAdministratorconsists of two main componeristhe Administrator Console and the Administrator
Database.

A TheAdministrator Consolei s t he fcontr ol panel 0 by whbnipetdrs you

throughout your network.

A TheAdministrator Database component works in the background to collect and storpdheies and

propertieslogging, reports, alerts and other informational data for all the computers on your network with

valid Diskeeper licenses.
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Remember Diskeep&dministratoris not a defragmenter. In order to defragmentthaputeres) it is installed
on, it is necessary to also install Diskeeper on the machine(s).

Other Useful Information

In order to start using Diskeeper Administrator, it is necessary to first configure the Administrator Database.
This includes specifyingthether to use an existi®QL Serve2005,SQL Server20000r Microsoft SQL

Server Desktop EngindSDE) databasgor installing MSDE locally on the computer running Diskeeper
Administrator.If neither of these are installed on your computer, you will be prompted to download and install a
free version of MSDE from thBiskeeper Corporatioweb site.The database configation also includes

naming the database, and specifying where it resBiEConfiguring the Databaspagel5 for information

about configuring the Administrator Database.

To gather thd®iskeeper data from remote machines, Diskeeper Administrator must use login credentials for an
account that is a member of the Administrators group on the domain or workgroup being polled. (This account
information is also used by the Pushinstall featigscribedbn pagel8.) Diskeeper Administrator allows you to

use different login information for each domain on which you want to control remote Diskeeper installations.
See pagé6 for more informaion about entering account information.

After Diskeeper Administrator has found the other Diskeeper installations ometvork, it can then gather

any existingdefragmentatiomelated data frorthe remote machinek.gathers postlefragmentation

performance and reliability information about eactiividual computer and stores that data in the Administrator
database. From them, any time Diskeepaelated activity occurs on one of the remobenputersthe

Diskeeper Administrator database is updasednformation about the condition thfe remote computers is
always instantly available. You can view reports showitiger the information currently in the database, or poll
specificDiskeeper computeffsr reports showing upo-the-minute informatior(including data from computers
thathave ber temporarily off the network suchas laptop systems).
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Chapter 2

Installing Diskeeper Administrator

This chapter provides information you need before, during, and after installing Diskespiaistrator

Before the Installation

DiskeeperAdministratoruns on the I ntel E x86 platform (includi
other manufacturers) runnimyindows Vist®) , Windows Server 2003, Windows XP (all editions except
Home),andWindows 2000.

Important Note: If you are installing Diskeeper Administior on a computer running Windows XP Service
Pack 2, be sure to visitww.diskeepercom/sp2for the latest information about running Diskeeper with
Service Pack 2.

Diskeeper Administrator requires eitfe@QL Serve2005,SQL Server 2000r theMicrosoft SQL Server

Desktop EngindM SDE) to store Diskeepeelated informationThe MSDE provides local data storage and is
based on the data engine used in Microsoft SQL Server 2000. It is provided on the Diskeeper Administrator CL
ROM, and is also available free of charge fromDligkeer Corporatiorweb site.

Diskeeper Administrator also relies on the Microsoft .NE@Framework and the Microsoft Management
Console (MMC).

The .NET2.0 Framework provides the communication facilities necessary for the various Diskeeper
Administrator compnents.

The MMC provides a single point of control for system utilities such as DiskBepfassional and Server
editions The MMC is used as a central location for a variety of Microsofiodimerthird party administrative
tools.

Note: The Diskeeper Admistrator setup process will automatically install the .NET Framework or MMC on
your computer if needed.

The disk space requirements fdiskeeper Administrator depend on several factors. On most systems,
Diskeeper Administrator will need 80 megabytes or less. Allow up to 450 MB of extra free space for temporary
files during the installation. If the Microsoft .NET Framework is not ingadie your computer, this requires
approximately 70 MB of additional disk space. Further, your system may require a new or updated version of
the Microsoft Management Console (less than 6 MB). Finally, if Internet Explorer is not present on your
computer, eme other needed files (hhupd.exe, 50comupd.exe, and wintdist.exe) may be added.


www.diskeeper.com/sp2

4 Installation

If you installthe MSDE when you first configure the Diskeeper Administrator database, it initially requires less
than 70 MB of disk space, although as the database gramadtlitional disk space requirements will increase.
Also, the MSDE uses the Microsoft Data Access Components (MDAC), which will require approximately 26
additional MB of disk space if not already present on your system.

As a normal part of its operation, Diskeeper Administrator acts as a server on your network. If you are running
hardware or software firewall, you may see messages indicating Diskeeper Administrator is trying to act as a
server. These messages afpeeted; you can safely allow these events.

You may also be notified that Diskeeper Administrator is trying to access the Internet. It is important to note tha
Diskeeper Administrator does not access the Internet (except when you specifically usekifeiQbpdates

feature), but idoesuse Windows mechanisms that may trigger these alerts from your firewall. Again, these
messages are expected and you can safely allow the events.

Installation Procedure i The ShortVersion

The Diskeeper Administrator installation is typically fast and simple. Here are the basic steps:
Note: Make sure you are logged onto an account that is a member of the Administrators group.

1. Insert the Diskeeper Administrator EROM into the appropriaterive on your computer. (If you are
installing from a downloaded file, doubdtick the file you downloaded.)

2. Follow the screens displayed, answering the questions asked as prompted.

Thatds it! I't would stildl b e ongpageh,o olwu ti dye@u Groe rek@mde
installation.

Installation Procedure i The Details

Diskeeper Administrator is installed by tBETUP.EXE program supplied on the Diskeeper &M (or
within the installation package, in the case of a downloaded versionsHHdP.EXE program:

Confirms that you have Administrator privileges.

Determines which Windows version you are running.

Checks for sufttient space on the disk for the installation.

Detects and removes any previously installed Diskeeper Administrator software.

Copies the necessary files to the destination directories, updates the Windows registry, starts the Diskeepe
Administrator serviceand creates a link in the Windows Start menwDigkeeper Administrator.

3 N S S

DiskeeperAdministratorcan be installed from a GROM, or it may be downloaded from the Web. This
procedure applies to bothetihods. Before you start the installation, please note the following:

A You must be logged into an account that is a member of the Administrators group to install Diskeeper
Administrator.
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This installation procedure assumes you are installing frorROM. If the Diskeeper software was
downloaded from the Web, doubttick the executable file in the directory into which it was downloaded and
go directly to step 3.

1. Insert the Diskeeper GBROM into the appropriate drive on your computer.

2. The Windows AutoPlay faare automatically displays a screen that allows you to install Diskeeper
Administrator or choose from an assortment of Trialware versioDéskEeper Corporatioproducts.

If you have disabled the AutoPlay feature, simply douttitek the Setup.exéfile in the rootlevel folder on
the CDROM and follow the instructions displayed.

3. Click Next when the welcome message appears.
4. After you have read and accepted the license agreementiNelitko continue.

5. You can choose a different disk volume or directonrytheinstallation. ClickChangeand navigate to the
location where you want the files fBiskeeper Administratonstalled.

6. After making any desired changes to the file destinations, ko to acceptour changesf any
directory you specified doewmt exist, a new directory will be created.

7. |If Internet Explorer 4.01 or higher is not installed on your computer, another installation program is started
and a package of necessary components is installed on your computer. Microsoft Management Console
(MMC), which is the interface for Diskeeper Administrator, requires these components. These components
are a small subset of Internet Explétarot the complete Internet Explorer product. Installing these
componentghhupd.exe, 50comupd.exe, and wintdist.ex#)not affect your current web browser. Note
that you must restart your computer after installing Diskeeper Administrator if these components are
installed.

8. If the MMC is not installed on your computer, the MMC Setup program is started atitatty. After the
MMC files are installed, the Diskeeper Administrator Setup program resumes.

9. After the Diskeeper Administrator files have been copied to your system, you may be presented with the
opportunity to register Diskeeper Administrator online.

10. You can immediately start Diskeeper Administrator by cliclgimgsh.

11. To run Diskeeper Administrator, click the Windo@&tart button, selecPrograms, and therDiskeeper
Administrator .

After the Installation

After the installation is complete, you may be given the option to register your Diskedparistrator
purchase online. Be sure to registeulypurchase to receive the free 90 days of telephone support included with
DiskeeperAdministratot

The first time you rumiskeeper Administratoit automaticallychecks to see if a more recent version of
DiskeeperAdministratoris available. If so, you are given the option to download and install the newer version.
When the download screen is displayed, cReln this program from its current location to begin instlling

the update. Or, clicBave this program to diskto save the Diskeep&dministratorupdate installation

package on your computer for later installation. (To install an update stored on your computer in this manner,
simply doubleclick the file you @wnload and follow the instructions displayed.)
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You can check for Diskeep&dministratorupdates any time you war8electthe Configure Diskeeper
Administrator option under th&€onfigure task group in the Quick Launch task pamg choos®iskeeper
Administrator Properties aﬁ From the Properties Console, selectigkeeper Administrator Updates
option on the lefto see if a newer version of Diskeeper is available.

There istypically no need to upgrade Diskeeper Administrator each time you install a new Windows Service
Pack upgrade.

Important Note: Windows XP Service Pack 2 (SP2) establishes default security settings that can prevent
DiskeeperAdministrator from communicating with Diskeeper computers throughout your network. Be sure to
visit www.diskeeper.com/spZor the latest information about configuring your Windows XP SP2 computers to
run DiskeepeAdministrator and Diskeeper.

Diskeeper Administrator creates a Windows service Jdrvice allowshe AdministratorData Controlleto
run in the backgroundhile other applications are running. As long as your operating system is up and running,
Diskeeper Administrator can do its job, whether you are loggeat not.

After installation, the Diskeeper Administrator service starts automatically each time your computer is restarted
This service runall the time, whether or not amiskeeper Administrator actions are occurring. This service
consumes negligiblsystem resources, and in most cases will never need to be disabled.

Diskeeper Administrator messages are placed in the Windppiication Event LogBy default, this log is 512
kilobytes in size (except on Windows Server 2003), and is set to overwrite events older than 7 days. Diskeepel
Administrator may quickly fill the log file if these default settings are used. To prevent this, perform the
following steps to change the size and overwriting characteristics of the Application Event Log:

1. Rightclick My Computer on your desktop and selddtanage.
2. When the Computer Management Console is displayed, Sletdm Tools and therEvent Viewer.
3. Expand he Event Viewer by doublelicking it and selecApplication.
4. Next, click theActions menu and sele®roperties.
a) SettheMaximum log sizeto 2048KB.
b) Enable theDverwrite events as neededption.
c) Click OK.

Performing an emergency repaipgradeor reinstallation of a Windows system can possibly change or disable
certain system information or services, which may make it necessary to reinstalprskdeninistrator after
repairing your Windows system.

Uninstalling Diskeeper Administrator

To uninstall Diskeeper Administrator, you must be logged into an account that is &nudtite
Administrators group.
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Note that the controls may have slightly different names, depending on the version of Windows.

Follow these steps to completely remove and uninstall Diskeeper Administrator from your computer:

1.
2.
3.

4.

From theControl Panel, doubleclick Add/Remove Programs
Highlight theDiskeeper Administrator entry.

Click Remove This removes the Diskeeper Administrator program files from your computer. In most
cases, the Diskeeper Administrator installation directories will not be removed.

Manualy delete the Diskeeper Administrator installation directories if they exist.

Note: If the MMC has been installed on your computer, it will not be removed when Diskeeper Administrator is
uninstalled.

Also Note: Any dataor installatiorfiles stored by théddministratorData Controlleare not removed when you
uninstall Diskeeper Administrator (in the event you are planning to reinstall Diskeeper Administrator). Manually
delete these files if they are no longer needed.
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Chapter 3

Diskeeper Administrator O peration

This chapter describes the features available with Diskeapainistrator and what you can do with them

Overview

These arahemain DiskeepeAdministratorfeatures:

A Diskeeper Deploymend Install or uninstall Diskeeper Professionato Premier Serveror
EnterpriseServeon selected computers throughout your network.

A Logical Grouping Control 8 Supports Active Directory groups, or you can create custom logical groups
of systems on whitto manage Diskeeper operations.

A Policy-Based Centralized Managemend Set and view Diskeeper defragmentatiwoperties that
control how and when Diskeeper rums selected computers on your network.

A Single-Point Management of Diskeeper Licensing and Aivation & Manage your Diskeeper licenses
and activation networkide, from a single location.

A Reportsd Establish and view several Diskeeper reports showing information about selected computers on
your network.

A Alerts 8 Get email notification of criticalissues regarding the condition of the disk volumes all through
your network.

A Single Remote Computer Controld Connect directly to a remote system and have full control of
Diskeeper on that system.

A CrossPlatform Support 8 DiskeeperAdministratorruns ona variety of Windows operating system

platforms, from Winlows 2000through Windows Server 2003.

Using the Diskeeper Administrator Console

Navigation in Diskeeper Administrator is donedigh theDiskeeper Administrator consol€hisconsole
provides a convenient central locatiorstartall Diskeeper Administrator tasks and view reports.

Some Diskeeper Administrator tasks are perfar med
through the steps necessary to perform that particular task. The layout of the wizards is similar to the main
Diskeeper Administrator console, and like the main console, the information and options displayed differs
depending on the task.

The Diskeeper Alministrator consoland various wizardaeredesigned to guide you through all of the
available tasks quickly and easily. If any information or variables are required for a task, Diskeeper
Administrator takes you to the appropriate page and prompts ythefmecessary input.

Common operations, such as scheduling a task, are presented in a consistei® s@rauerling a report scan
is done the same way as schedulimjskeeper deploymemiperationBecause of this, you will see similar
screens as you usiee different the Diskeeper Administrator modules.
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Although the information displayed differs depending on the task you are performing, this example shows a
typical viewof the main console

@ Diskeeper 2008 Administrator =JoEd
File  Yiew  Gettimy — = Buration  Help
— = Menu Bar
2 E
) =] &
Configure Defragmentation Job Policies
' Dgfragmentation policies are the set of properties that specify how Diskesper will defragment the computers an which they are deployed. vou
N 1= fan create different defragmentation policies as needed for your computers bazed on your operational needs.
5\ anage Diskeeper
1 d Cust
n::_::: B AnCr / Aama Type “Yersion 1/0 Smart CPU Priarity Methad Desor
Qu ick & centaly fauik Jab Palicy Automatic.. | 2007 and 2. N N T This 1
s, 7 -
Lau nCh | counting D epartment Automalic... 2007 and 2. | N/A N4 M4
Task al |
Menu
I update
ber an
computers youselect  /
Description
= Configure
= Defragmen Area
Use default .
defragmentation policies to |nformat|0n
centrally manage Diskeeper
Across your network, Area
Actions
M anage Diskeeper
@ Software Licensing (Shown When PI’OpertIes
Manage Diskeeper lcenses app“cable)
applied to computers on your (ShOWn When
nebwark, = X
applicable)
Reports and Alerts G’ 'l< ; [ )i
Diskeeper Job Queue ® R | n
Configure @

Here ardorief descriptions of the different sectioofthe Diskeeper Administrator console

The Toolbar at the top of the display allows yosétect common Diskeeper Administratasks grouped into
these main categories:

@

Getting Startedi Includes the Task Overview, which prog&la graphic representation of the
recommended tasks, and how they relate to each other. Also includes an overview of Diskeeper Administrator,
answers to Frequently Asked Questions, and easy access to the Diskeeper Administrator Help system.

@

Manage Diskeeperi This group includes tasks to manage Diskeeper computers and groups, install and
uninstall Diskeeper, configure defragmentation properties, and manage your Diskeeper licenses.

ia]

Reports and Alertsi Includes a variety of reporting options, as weleaseptionrbased alerts triggered
events that could affect the performance and reliability of your computers.

=

b

<

it p

Diskeeper Job Queué View information about pending, running, or completed Diskeeper jobs.

X
E.]‘

Configure 1 View and modify Diskeeper Administtor settings.
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Menu Bar

The menu bar of the sfplay offers a menbased (an#teyboardaccessible) path to all of the different Diskeeper
Administrator tasks and featuré&eMenu Optionn pageb5 for a listing of all the menu options available.

Quick LaunchT ask Pane

The Quick Launch tasbanemirrors the options available via the toolbar, providing anatbevenient way to
start any Diskeepekdministrator task.

Description Area

This section of the display gives a brief description of the page displayed, telling you what it does and what you
need to do.

Information Area

This iswhere the variouBiskeeper Administrataiasks displayequested informatigrand where you can
initiate tasks based on the information display¢ere you can select the computers you want to masabpet
availabletask actionsmakepolicy changes, and displagports Many of the screens shown in the work area
also includeActions and/orProperties buttons, which givegrou options that are related to the current task.

Action and Properties Butto@sThese buttons provide quick access to a wide variety of available gpfibay

are displayed when there are applicable options for the tasks you are performing, and the options available var
by task. Since these buttoaie only displagdfor options where they are applicable, at timey thid not be

displayed.

Other Navig ational Tips

You will notice Diskeeper Administrator uses several methods for getting your input or displaying information
that are consistent from one task to another. For example, selecting comput®sskareper deploymeask

is done in the same manner as selecting compfutensvhich to generate reports. Or, filtering the data within

the different Diskeeper Administrator reports is done in the same way for each report type. This section briefly
describes some tips fosing this consistency to your advantage.

Selecting Computers

Many Diskeeper Administrator tasissuch as creating reports or deploying Diskeépaclude a page for you
to select computers on which yoamt to perform the task.ou can choose between two different véai your
network hierarchy: a tree view or a detail view.

Here is an example of the tree view:
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Wigws: Metwork Meighborbood -

Path i Metwork NeighborhoodWicrozoft Windows Metwork s FAIRVIEA

|3|E|(',ﬁ Metwark Meighbarhaod
QE@ Microsoft ‘Windows Network

..... 5 ALBUQUERQUE

&5l BELEN

----- 15 cmaron

..... 150 patL

..... 153 EsTanclA

- [H] 5 [FAIRVIEW

..... I 1sLETA
----- 15 Jemez
..... [5H kare

----- 5 Locan

Actions | -

Navigating the tree view is done in a manner very similatherdNindowsbased applicatiglike Windows
Explorer.

Click the plus sigr# in the tree to expand a branch, or click the minus=igm collapse the branch.

Click theView drop-down list to include custom groups, domains, Active Directory Organizational Units, or
compuers grouped byP address range:

You can view computers by Metwork Meighborhood, Active Directony groups, or IP address range, as
well as custom groups you create. Click Actions to choose from the available tazks, or navigate ko an
existing computer group and right-click on it to perform any of the available actions on that aroup.

Wies! Metwaork Neighborbood - j : g - |
J

' Custom Groups \ ["]
Dornain %

_ 1P Address Range .:|

= NE McTosart Windows Metwork

..... 5} ALBUGUERGLE

..... (155 BELEN

----- CIEH cmmaron

..... D:_jj DATIL View

..... Dﬁ ESTAMCIA drop -down
-] i | FAIRYVIEWY list

----- CI6EH cranTs
..... []EH HaTcH
..... 15 IsLETA
..... 15 Jemez

Click the Tree/Detailview option [ - to switch between #atree view and the detail view:
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Yigw: Metwark Neighborhood -

| Tree

L

Path iNetwork Meighborhood
~[]988 P Network Scan ¢ | Detal |
Ll !l_ﬁ hy Groups

=[] € Netwark Neighborhood;
—--[m] 4G Microzoft Windows Metwork,
..... (5 ALBUGUERGUE ———
..... 155 BELEN Tree/Detail
..... 5 ctmaron view option
..... [5H pam

..... 15 Estancia
() 5] | FAIRMIEW
----- [53 cranTs
..... 15 HaTcH

Here is an example of the Detail view:

S O 2 m-

J
Path !Network Meighborhood'Microzoft Windows Metwork \FAIRVIEW |rvi
Tl
Mame | Type | Farent | Operating System | E dition | Werzion [ | Lazt Update | 2]
[ v/ v vl M [
ALLEM Machine FAIRWIEA

BURMS Machine FAIRIEN Microzoft Windows... Mat [hstalled 8427 /2006

COSEY Machine FAIRYIEN Micrazaft Windows ... Mot rstalled 84272006

EVANS Maching FaRAIEN Microsoft Windows.. | ErterprizeSer.. 1 B/27 /2006

FoMWORTHY Machine FAIRYVIEN Windows Server 20.. Server B8/27 /2006

GLEASON Machine FAIRYIEW Windows WP Profes. | EnterprizeSer... 8/23/2006

HACKETT Machine FAIRAIEN Microsoft “windows... - 5/27 /2006

IZZARD Machine FARVIEW Navigation

JAMES Macine FAIRIEWN Buttons

A LIFRA R M achine FAIRWVIEWN Windows *P Profes.. LGRS B/27 /2008 :
LEWMIS Machine FAIRIEN Windows #P Profes. | Professional.. | 11 8427 /2006 1
MARDEL Machine FAIRNWIEW

MEMHART Machine FAIRYIEW Windows P Profes. | Professional.. 11 87272006

OBRIEN Maching FAIRYIEW Microzoft "windows.. | Professional.. | 10 B/27 /2006 -

Use the navigation buttons to move back, forward, and up through your network hierarchy torétte desi
computers.

In either view, pu select a computer by clicking on it. To select more than one computer, hold the <Ctrl> key
while clicking on the computers you want to select.

After selecting the desired computers or groups, usAdtiens andProperties buttons (when displayed) to
perform a wide variety of tasks on the selected computers.

If you choose to display computers by IP address range, a page is displayed allowing you to provide the startin
and ending IP addresses for the range you want ptaglisSee the following section for more information about
specifying an IP address range.
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When you selecAdd IP Addressesfrom the Action option at the bottom of either the Tree or Dietamputer
views you can view a specific group of computers by entering an Internet Protocol (IP) address range. If you
enter an address in only tHe Address Startfield, only the computer with that IP address is included. If you
specify an end address| computers between the start and end addresses are included.

If the IP range covers multiple domains, you must enter the trusted domain nambamthia field. When one
domain fitrustsodo another, the user amcambeusedfod passwo
authentication and authorization in the Atrusting

Additionally, if you want to indicate a mask used to determine the subnet an IP address belongs to, you can do
so on this page.

Follow these steps to enter an IP addresgean

1. IntheDomainfield, enter the name of the domain containing the machine(s) with the IP address or IP
address range you want to enter.

2. You can include a single computer by entering an address IR theédress Startfield only.

3. If you select the optioto Specify End IP Addressand enter an address, all computers with IP addresses
falling within the range are included.

4. If you want to indicate the mask used to determine what subnet an IP address belongs to, Sglecifyhe
IP Mask option and enter themask in the accompanying field.

Grids in the various Diskeeper Administratbsplaysf e at ur e fAQui ck Filtering. o
quickly and easily diplay only the information you want to see in the gtiitk the down arrow at the top of
any column anaghoose filtering options tdetermine what displays in the entire grid.

Operating System | E ditian
S
[Riane] g
[cuztam]

Microzaft WWindows 2000 Prafessional
icrozoft WWindows #P Profeszional
Windows Server 2003

YWindaws XP Prafeszional

When you select an item, only that item appears in the grid. When yoursélesto ne ) 6 no fi |l t er
all items appear in the grid.

When you select A(custom)o the Custom Row Filter
determine the information that appears in the grid.
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=,

@ Custom Fow Filter

Showw rovws where:

Operating System

| containg M =P

) and &) or

| containg br] Prafezsional

Ilze * to represent any zenes of characters

First Things First

Before using Diskeeper Administratimr the first time there are several steps you should take.

Diskeeper Administrator relies on a database of &iplkerrelated information gathered from remote computers
across your network. Before using Diskeeper Administrator for the first time, you must configure the database.
You can also change the database configuration later wibiskeeper Administrator Database

Configuration Wizard optionavailable from th&Configure task in the Quick Launch pane Diskeeper
Administratormenubar.

There are several steps involved in configuring the Diskeeper Administrator database. The entire process is
explained orscreen as you go through the configuration process.

Click Configure Database%"i in the Diskeeper Administrator Task Overview un@etting Started in the

Quick Launch task pane to open the Configure Database Wizard, which guides you through the configuration
process.

Here is a summary of the steps:

Specifying whether to use Microsoft SQL Server or MSDE

As the first step of configuring the Diskeeper Administrator database, you must specify wheser
Microsoft SQL Server 2005, Miosoft SQL Server 20086 theMicrosoft SQL Server Desktop Engine
(MSDE) for the Diskeeper Administrator database.

The MSDE provides local data storage and is based on the data engine used in Microsoft SQL Server 200
It is provided on the Diskeeper Admistrator CDROM, and is also available free of charge from the
Diskeeper Corporatioweb site.

Specifying the database server location

If you opt to use an existing database, the next step in the database configurat®totagkcify which
computer you want to use as the database server for Diskeeper Administraidatdihese Serversdrop-
down list shows you the database servers detected on your network by Diskeeper Administrator.

Also as part of this stegpu have e option of using your Windows login authentication to access the
Diskeeper Administrator database, or you can grar SQL Server authentication login name and
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passwordNote that if the SQL database is not in the same domain as the instance of &iskeep
Administrator you are running, you must use the SQL Server authentication method.

Specifying whether to use a new or existing database

This step allows you to specify whether to use a new or an existing database. Ylso camfigure more
than one database as long as you give each database a unique name.

Specifying the database information

During this step you specify the directory folder where you want the Diskeeper Administrator database to
reside.You will also specify the maximum size for the database and optionally specify a naine fo
database.

Note that you cannot create a directory on a remote server from this task. We recommend you create a
C:\Diskeeper Administrator directory foldendhe remote server for the Diskeeper Administrator database.

Update Legacy Database

This step is only displayed in cases where you have chosen to use an existing Diskeeper Administrator
database from an earlier version if Diskeeper Administrator. Thpsngteupdate the older database to be
compatible with Diskeepe&2008 Administrator.

Summary

The final screen displayed in tBatabase Configuration Wizaodnfirms the successful configuration of
your Diskeeper Administrator database.

In order to gather the Diskeeper data from remote machines, Diskeeper Administrator must use login credentia
for an account that is a member of the Administrators group on the domaimnkgrewup being polled. (This

account information is also used by iskeeper Deploymerieature described on pad@.) Diskeeper

Administrator allows you to use different login information for each domain or workgroup on yghickant to
perform remote Diskeeper installations.

If you havenot alreadyspecifiedlogin credentialsyou will be prompted to do dbe firsttime you initiate a
Diskeeper Administrataiask requiring it.

You can change previousintered account infmation at any time by following these steps:

1. Click Configure s in the toobar to display the Configutaskgroup selectDiskeeper Administrator
Properties, thenselectAdministrative Permissionsfrom the task pane on the left

2. Highlight the domain(s) oworkgroup(s) for which you want to specify login credentials.

3. IntheType column, click the drolown menu and select eitheomain, Workgroup, or Local Admin,
depending on the type of account you are using to access the selected domain(s) or workgroup(s)

4. Click theUser Namefield and enter the user name for an account that is a member of the Administrators
group on the selected domain or workgroup.

5. Click thePasswordfield and enter the password for the account entered in the previous step.

6. If you areusing a Domain account (as opposed to a Workgroup or Local Admin account), you can
optionally dick the button in th&/erify Account column to check the validity of the user name and
password you have entered.

7. Click OK. When you clickOK, the login credeils are verified on each domain or workgroup. A message
is displayed if any of the verification processes fail.
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In order todeploy Diskeeper and remotely control Diskeeper computers with Diskeeper Administrator, the

computers running Diskeeper must be configured to allow Diskeeper Administrator to communicate via these

ports:

A Diskeeper Administrator Pushinstall port: 31@29Diskeeper Administrator uses this port to deploy
Diskeeper to remote computers.

data from remote Diskeeper computers via this port.

>

and 3121& Diskeeper Administrator will use these ports if the default ports are unavailable.

A Diskeeper Administrator SQL port: 1484 Diskeeper Administrator uses this portietSQL database is
located on a remote computer.

Getting Started Display

After you have configured the Diskeeper Administrator database, the Getting &takiederviews displayed.

You can also display this page at aimyet by clickingGetting Started in the toolbarThis isa central

starting point for the primary Diskeeper Administrator operations.

7 Diskeep =/

File  Yiew

® & a

Toolbar

Getting Started @

2008 A

Getting Started

istrator

Manage Diskesper  Reports And Alerts  Job Queus  Configuration  Help

These are recommended Diskesper Administrator tasks to centrally manage Diskesper. Hover pour mouse cursor aver any of the tasks shown
here far a description of that task and other useful information. Click. on any task to launch the wizard or dialog for that task.

Diskeeper Administrator
Task Overview

Guides you thiough recommended
and optional tasks performed to
centrally manage Diskeeper an

A Diskeeper Administrator console port: 31@6Diskeeper Administrator remote control console receives

Spare Diskeeper Administtor console ports: 31056, 31076, 31096, 31116, 31136, 31156, 31176, 31196,

nz of Diskeeper
e and

Manage Diskeeper
Reports and Alerte
Diskeeper Job Queue

Configure

your nebworl, - g : o
ggmﬂg[;a’skaapar Add Licenge Filez Deploy Policies
Dizkeeper 2008
Administrator Overview ; f
: O :
Dsﬁggl;&s;f&vvbtgtg::;itg_ % Configure Databaze * ‘ Install Diskeeper ‘ﬁ Create Policies
@ equently Asked Questions i
l:tn%r:sﬁ:ee;ténrrxdmﬁli?‘:gﬁrs a Create Reports « ﬁ Scan Computers n} Q Configure Alerts

®eee

Remote Contral Diskeeper

.

al m B
o o2
Install Diskeeper [Recommended Task) =

You can easily install Diskeeper on one of more computers via central management with Dizkeeper Administrator, Select this task to install
Diskeeper on the computers you choose. [V

(&l I | m
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From this page, you can:

A Use theConfigure Diskeeper Administrator task tolaunch the Configure Diskeeper Administrat
properties page to view and edit the Diskeeper Administrator configuration settings. Once specified, most
Diskeeper Administrator configuration settings need no additional action.

A Use theAdd License Filestask to add Diskeeper licenses to the Diske@pleninistrator database for use
with Diskeeper installations throughout your netwdkKicense is required for each instance of Diskeeper
on your network unless you install Diskeeper in Try and Buy @aaéully functional 36day trial.

A Use theDeploy Polciestask todeploy defragmentation policies to the computers or groups you select.
Defragmentation policies are used to centrally manage how Diskeeper defragmentsyouters. You
can deploy the policies immediately, or at a later scheduled time.

A Usethelnstall Diskeepertask toinstall Diskeeper on the computers you chodsi can easily install
Diskeeper on one or more computers via central management with Diskeeper Administrator.

A Use theCreate Policiestask toestablish and save different defragntation policies for your computers or
groups. After the policies are created, you can then deploy them via central mandagemerDiskeeper
computers.

A Use theCreate Reportstask tolaunch the New Report Wizard and create a reposkeeper
Administrator Reports show useful information about the computers on your network, the versions of
Diskeeper installed on them, and a variety of other data related to the performance and reliability of your
computers.

A Use theScanComputerstask toscan your netwtdx and gather data from your remote Diskeeper computers
for use in the Diskeeper Administrator databds®rder to have meaningful data, you can run atone
scan now or at a later time, or schedule recurring scans. After the initial scan, the datapdated each
time a Diskeeperelated task or job occurs.

A Use theConfigure Alerts task toconfigure the thresholds at which Diskeeper Administrator Alerts are
triggered, and customize the list of recipients and the message they receive with tbés&bper
Administrator Alerts are sent when exceptlmsed events occur that could affect the performance and
reliability of your computers.

A Use theRemote Control Diskeepertask toconnect to an individudbiskeepercomputerand control
Diskeeper on ias if you sitting in front of that computéfou canperform any Diskeeper operations on that
computer in the same manner as running Diskeeper on a local computer.

A Use theConfigure Databasetask tolaunch the Diskeeper Administrator Database Configuradzard,
which will guide you through the necessary steps for the igititdbaseonfiguration, or to make changes
to a previouslyset configuration

Scanning the Network

Diskeeper Administrator can scan your network to gather information about Diskestp#ations and

properties networkvide. By scanning the network, you will increase the accuracy ease of use of the other
Diskeeper Administrator tasks and features. You can choose to scan all your computers or a selected subset.
You can run a onéime scan, or schedule recurring scans.

Network scans are done via tBean Computerd/izard.Follow these steps tase theScan Computerd/izard
to scanone orany number ofemote computers:

1. Click Scan Computersin the Diskeeper Administrator Task OvervienderGetting Started in the Quick
Launch task pan€Or you can select thecan Computersoption in theManage Diskeepertask, then
click Scan Computers) This opens th&can Computerd¢/izard in a separate window.
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2. Intheintroductionscreen displayedrer an optional name and description for the network scan job. The
details of the network scan will be displayed in the Diskeeper Administrator Job Queue, so having a
recognizable job name and description can be ud#fioén you have made your selectiotigck Next.

3. Thenext screen displays a tree view of your network. (You can also switch to a Detail view as described or
pagell) Select any combination of one or more computers, groups or domains you \seahtafter
seleding the computert scan click Next.

4. Sincescanning a large number of computacsoss the network can take some time and use network
bandwidth, you are next given the option to scheduledeork scanask for a later time, or perform it
now. If youselect to schedule the task for a later time, you are prompted to specify when the task is to
begin. You can also specify a time for the task to be stopped, even if it has not yet completed. This gives
you the flexibility to perform the task at a time wheetwork bandwidth will not be impacted. Choose when
to scan the networlgnd clickNext.

5. Next,asummary is displayed, showing you the ongoing status afehgork scaask. When the task is
complete, thesummary is automatically saved in the Diskeefs@ministrator Job Queue, along with other
similar reportsSee pagd2 for more information about the Job Queue. When you are done reviewing the
report, or when you are ready to perform another task, Cliocke

Deploying Dis keeper

Use thenstall and Uninstall Diskeepertaskto install or uninstall Diskeeper Professional, Pro Premier, Server,
or EnterpriseServern selected computeagrossyour netwak. Be awarethat you must have valid Diskeeper
licenses for theomputerson which you intend to install Diskeepéfryou do not have licenses available,
Diskeeper will be installed in Try and Buy mode, with full functionality, but for a limited timg onl

Note that yu must havadministrative permissioran all the selected computersdeployDiskeeperlf
necessary, you will be prompted for the appropriate credentials

Also note that theleploymenbperation requires the presence of a shared folteed ADMINS on each of the
target computers. The ADMINS share exists by default on Windows systems, unless it has been specifically
disabled or removed. See paefor information about determining if the ADMINS share existsyour
computer(s)

Thelnstall and Uninstall Diskeeper tasktablishes a network connection with the selected machines, then
installs the selected Diskeeper edition to those computers. It relies on having the installable Diskeeper
package(s) available twe installed. The first time yaleploy Diskeeperou are prompted to browse for the
installation package you intend to u§®u can use either a GROM or downloaded installation package. Once
you choose th&etup.exefile, the installation package is gied to the Administrator datase If you have
previously selected an installation package ltiséall Diskeepe008wizard will display the edition and

version of the package, and allow you to browse for a different package if desired.

If you try todeploy a Diskeeper version that is not compatible with the target machine, a message explaining the
situation is displayed. Messages are also displayed to let you know the status of the installations.

Di skeeper install ati on theospemt®mmcarobe meitmediaelyar séhedaldd do, m
run at a later time

Follow these steps tase the Install Diskgxer2008Wizard todeploy Diskeeper to one or a few hundred remote
computers:

1. Click Install Diskeeperin the Diskeeper Administrator Task Overview un@etting Started in the Quick
Launch task pan€Or you can select the option to install Diskeeper @Mlanage Diskeepertask, then
click Next.) This opens the Install Diskeep@2d08Wizard in a separate window.
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In theintroductionscreen displayeanter an optional name and description for the deployment job. The
details of the installation job will béisplayed in the Diskeeper Administrator Job Queue, so having a
recognizable job name and description can be ud#fioén you have made your selections, chtekt.

In the next screen displayed, select the Diskeepeprditiu want to install on yowomputers, and select

the installation file to use. You can choose to download and install the latest build of the selected Diskeepe
edition, orclick Browseto navigate to andpecify an existing Diskeeper installation file in a shared

network folder or CBROM. Select from these options and clidkxt.

Next, you are given optiorie allow each instance of Diskeeper to activate silently and automatically
(which requires the remote computers to have Internet access), or to use Diskeeper Administrator as a pro
activation server, allowing it to activate computers that do not have Internet access.

Thenext screen shows the number of licenses available for the selected Diskeeper edition, and displays a
tree view of your network. (You can also switch tDetail viewas described on padd.) Select any
combination of one or more computers, groups or domains on which you want to install Diskeeper. After
selecting the computers on which to install Diskeeper, tiekt.

Next, you are gien the opportunity to select a defragmentation policy to apply to the Diskeeper installation
job. Select from any of the policies displayed. You can modify an existing defragmentation policy by
clicking Properties, or click Actions and select the optiol treate a hew policy. After selecting the
defragmentation policy, clicklext.

In the next screen displayed, specify whether to install Diskeeper in the default location
(%SYSTEMROOTWProgram Fileiskeeper CorporatidDiskeepey or a folder location yospecify.
Note that Diskeeper Administrator will append any location you specifi\Ritikeeper
CorporationDiskeeperAfter making any selections, clickext.

Sinceinstalling Diskeeper on large number of computers across the network can take somariiinuse

network bandwidth, you are next given the option to schedulBithkeeper deploymemask for a later

time, or perform it now. If you select to schedule the task for a later time, you are prompted to specify wher
the task is to begin. You carsalspecify a time for the task to be stopped, even if it has not yet completed.
This gives you the flexibility to perform the task at a time when network bandwidth will not be impacted.
Choose when to perform tlirestallation job,and clickNext.

Next,asummary is displayed, showing you the ongoing status dDtsieeeper installatiorask. When the

task is complete, theimmary is automatically saved in the Diskeeper Administrator Job Queue, along with
other similar reportsSee pagd?2 for more information about the Job Queue. When you are done reviewing
the report, or when you are ready to perform another task,Clide

Using thelnstall and Uninstall Diskeepé&s uninstall Diskeeper from remote machines is easy. The uninstaller
will removeanyversion of Diskeeper (Professional or Server) from the computers you select.

Follow these steps to uninstall Diskeeper from one or morgutars:

1.
2.

Click Manage Diskeepelin theQuick Launch task pane, then selsttall and Uninstall Diskeeper.

In the next screen displayed, selddiinstall Diskeeperfrom Computers. This opens the Uninstall
Diskeeper2008wizard in a separate window.

In theintroductionscreen displayeainter an optional name and description for the uninstallation job. The
details of the job will be displayed in the Diskeeper Administrator Job Queue, so having a recognizable job
name and description can be usefhen youhave made your selections, clidlext.

In the tree view that is displayed next, select any combination of one or more computers, groups or domair
from which you want to uninstall Diskeepé€Y.ou can also switch to Retail viewas described on page
11) After selecting the computers, clitlext.
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5. Sinceuninstalling Diskeeper onlarge number of computers across the network can take some time and
use network bandwidth, you are next given the option to schedule the tasktésrterle, or perform it
now. If you select to schedule the task for a later time, you are prompted to specify when the task is to
begin. You can also specify a time for the task to be stopped, even if it has not yet completed. This gives
you the flexibility to perform the task at a time when network bandwidth will not be impacted. Choose when
to perform theuninstallation joband clickNext.

6. After specifying when to perform the uninstall taglsummary is displayed, showing you the ongoing status
of the ask. When the task is complete, saenmary is automatically saved in the Diskeeper Administrator
Job Queue, along with other similar repo8se pagd?2 for more information about the Job Queue. When
you are done reviewing ¢treport, or when you are ready to perform another task,Clagde

Follow these steps to stop an ongodigkeeper installationr uninstallation task

1. IntheQuick Launchaskpane click Job Queue This will display a listing of Diskeeper Administrator
tasks that are completed, currently running, or pending.

2. Select the currentiyunning or pendingnstallation (or uninstallatio) task dick Actions, and selecEtop.

Note: This option only stops anpstallation or uninstallationperations that are in progress or pending. It does
not Arol | backo installations that have already b

The Diskeeper Administrator Pushinstall feature relies on a shared folder named ADMINS on each of the targe
computers. The ADMINS share exists by default on Windows systems, unless it has been specifically disabled.

Here are two ways to check fdret presence of the ADMIN$ share on your computers:

A Open Windows Explorer and entscomputer_nam&DMIN$ in the Address field (where
computer_namé the name of the computer you are checking). If the share does not exist, an error messag
will be displgyed. If it does exist, the contents of the WINNT folder will be shown.

A Rightclick My Computer and selecManageto open the Windows Computer Management applet. Next,
selectSystem Tools | Shared Folders | Share®he righthand pane will display a list @il shares for that
computer, including ADMINS if it exists.

If the ADMINS share has been removed or disabled on your computer, cDigleeper Corporatiomechnical
Support for assistance.

Update s and Upgrade s

In addition toinstallingDiskeeper across your network, Diskeeper Administrator can check the Diskeeper
Corporation website for newer versions of Diskeeper, and when found, deploy the new versions to your
managed Diskeepeomputers.

You can set Diskeeper Administrator to check daily for updates, and sendahmessage or display a
desktop notification message to inform you when updates are available. You can also manually check for
updates any time you want.

There ae several steps involved in updating or upgrading Diskeeper on your remote computers. The entire
process is explained estreen as you go through the steps.
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Before we start, it is important to understand theed#ffice between updates and upgrades:

A Updatesare nocost incremental versions of Diskeeper, based on a common version number. For example,
version2008build 101would be an update fro2008build 100 No additional Diskeeper licenses (beyond
those curremy in use) are required to deploy a Diskeeper update.

A Upgradesare changes from one major version numbehéonext (such as from versi@007to version
2008) You must own or purchase the appropriate Diskeeper license to upgrade a Diskeeper installation.

The steps for installing Diskeeper updates or upgradesimilar to deploying new Diskeeper installations. You
select the computers you want to update or upgrade, select several othet@arahen let Diskeeper
Administrator perform the task unattended.

3
For both updates and upgrades, the starting point isistel and Uninstall Diskeeper task under
Manage Diskeepelin the Quick Launch task pane or the Diskeeper Administrator mem8dlectthis task
and choose either thdpdate Diskeeperor theUpgrade Diskeeperoptions to launch a wizatblased series of
steps to guide you through the update or upgrade operAften starting the appropriate wizard, follow the
steps displayed teither update or upgrade one or more Diskeeper installafibese steps are described in the
following sections.

Introduction

Thelntroductionpage of theJpdate Diskeeper Ward (or the Upgrade Diskeeper Wizard) provides spaces for
you to enter an oginal name and description for the update or upgrade job. The details of the job will be
displayed in the Diskeeper Administrator Job Queue, so having a recognizable job name and description can b
useful.Make any desired changes, then chigxt.

Select C omputers

This page of thevizard displays a tree view of your network. (You can also switchHetail viewas described
on pagell.) Select any combination of one or more computers, groups or domains cmyeli want to insll
the update or upgradéfter selecting the computers on which to install Diskeeper, blek.

Select Data Source

Before performing any update or upgrade task, Diskeeper Administrator must determine what versions of
Diskeeper are running on your refananaged computers. It can do this by either scanning the computers now,
or using previousheollected data stored in the Diskeeper Administrator database.

A Using filived data ensures you are ketabledg t he up
However, a live data scan can take a considerable length of time on a large networkfiAlso date gcan
will not take into account any remote managed computers that happen tdibe affthe time of the data
scan (such as notebook or laptop poiers).

A Using data from the Diskeeper Administrator database is typically faster than using live data, but keep in
mind that it is only as current as the database. This database is updated whenever bedkésphehanges

occur on your remote managechuuters. However, this data may not be current if the Diskeeper
Administrator database has beenlafé for any length of time. When database data is used, any remote
managed computers (notebook or laptop computers) that happen teibe affthe timeof the data scan

will still be taken into account, since in most cases the database contains the most recent information abou
the Diskeeper version on those computers.

After selecting the data source, clidlext to continue.
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Select Version

This page oftie wizard shows the Diskeeper versions available, and allows ppedtdy the Diskeeper version
you wantto deploy.

The Select Computers and Upgrades page of the Update and Upgrade module lists the computers you have
selected to update, and shows thisimation about each:

A Domain Name

A Computer Name
A Operating System
A Diskeeper Edition

A Current Version
A Selected Version

TheCurrent Version column shows the Diskeeper version that is currently installed on the remote computer.
The Selected Versiorcolumn catains a drogdown list of available Diskeeper versions. Use this dfown
list to select the Diskeeper version you want to install on each selected computer.

If you are installing an upgrade, you will also see a table showirntggbheand number of Diskper licenses you
have available for deployment. For each type of license available, the table shows:

A Diskeeper Edition
A Combined License Count (includes volume and retail licenses)

A Number of Licenses Used

A Number of Licenses Available

Schedule Deployment

SincedeployingDiskeeper updates or upgrades to a large number of computers across the network can take
some time and use network bandwidth, the Update and Upgrade module gives you the option to schedule the
deployment task for a later time, or performatan

If you select to schedule the task for a later time, use the controls provided to specify when the task is to begin.
You can also specify a time for the task to be stopped, even if it has not yet completed. This gives you the
flexibility to perform tte update or upgrade deployment at a time when network bandwidth will not be impacted.
Make your selections and clidkext.

Summary

Depl oyment to each individual computer is consi de
of many jobs. Th&Jpdate and Upgrade Summary shows the progress of the individual jobs that make up the
update or upgrade deployment task. As the jobs progress, you can see this information:

A Domain
A Computer Name
A Job Status

A Description
A Time the job started

When you are doneeviewing the report, or when you are ready to perform another taskCttisk Keep in
mind that you can also see current and historical information about the update or upgrade tasks in the Diskeep
Job Queues. See pagefor more information about the Job Queues.
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Managing Diskeeper Software Licensing

Your Diskeeper licenses are stored in the Diskeeper Administrator database, and assigned to remote compute
asneeded. Tie Managdiskeeper Software Licensimgodule gives you complete control over the distribution

and use of your Diskeeper licenses. You can easily see the nantbypes of licenses in use dralv many

are availableYou can also convefiiry andBuy licenses into full licenses (or full licenses into trialware) or
purchase additional licenses online, all from a single location.

The ManageDiskeeper Software Licensing module can detect and manage existing Diskeeper licenses on your
network. It is ao used by the Pushinstall deployment option to manage the licenses of the Diskeeper
installations done by this instance of Diskeeper Administrator.

To open theManageDiskeeper Software Licensimgodulg dick Manage Diskeepelin the Quick Launch task

pane and seledilanage Diskeeper Software Licensin. This displays the License Usage Report, and a
table showing specific licenses you have added to the Diskeeper Administrator database. (See the following
sections for more information about adding Dislerdjrenses.)

The License Usage report includes this information:

A Edition i The Diskeeper edition, such BsofessionalPro PremierServeror EnterpriseServer

A Versioni The major version number

A Full i The count of full Diskeeper licenses for this Digkeedition and version

A Upgradei The count of upgrade Diskeeper licenses for this Diskeeper edition and version

A Combinedi The full and upgrade license counts combined

A Available i The total number of licenses available for this Diskeeper edition anidwvers

A Usedi The total number of licenses used for this Diskeeper edition and version

A Retail Counti The count of licenses detected by Diskeeper Administrator on computers where Diskeeper

was installed independently of Diskeeper Administrator.

A Trial Count 7 The number offry and Buytrialware licenses detected by Diskeeper Administrator

The Licenses table includes this information:

A License Numberi The unique alphanumeric number assigned to each license pack

A Typei The type of license

A Edition i The Diskeepeedition, such as Professional, Pro Premier, Server, or EnterpriseServer
A Versioni The major version number

A Licenseei The name of the company or organization to which the license was granted

Full License Counti The number of full licenses for this Disk® edition and version represented by this
license pack

A Reselleri The name of the company or organization from which the license was purchased

A Trial Period i The length of time allowed foFry and Buylicenses represented by this license pack. This
is na applicable for full licenses.
A Expiry Date i The date when the trial licenses will expire. This is also not applicable to full licenses.
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There are a number of actions you can perfaomfwithin the Manage Diskeeper Software Licensing module.
Click Actions at the bottom of the screen to perform these tasks:

Purchase Additional Licenses

Use this option to purchase additional Diskeeper licenses directly from Diskeeper Corporation.ig§vhen th
option is selected, Diskeeper Administrator opens your web browser to the appropriate page of the Diskeeper
Corporation online store, where you will be guided through your purchase.

Install Diskeeper

Use this option to launch the Install Diskeep808Wizard and install Diskeeper on the computers of your
choice.

Upgrade Try and Buy Computers

Use this option to upgrade computers running trial versions of Diskeeper inttideitiged Diskeeper
computers.

Add License

Use this option to add recently (orepiously) purchased Diskeeper licenses to the Diskeeper Administrator
database.

Remove Selected License

Use this option to remove a license pack from the Diskeeper Administrator database.

Managing Diskeeper Product Activation

Diskeeper must be activated on each computer on which it is installed. This process is simple and fast, and it
helps ensure you are running legitimate copies of Diskeeper. In a typicatlgingke installation, Diskeeper
contacts the Diskeeper Corporation Activation server via the Internet and requests activation. The activation
server verifies the product, then sends an activation response back to the requesting computer.

This procedure can present problems at sites wittga leumber of Diskeeper installations to activate, or sites
where the Diskeeper computers do not have access to the Internet. Diskeeper Administrator addresses these
problems and manages the activation of Diskeeper on all your remote computers, regbwdiesiser they are
connected to the Internet or not. When used in this manner, Diskeeper Administrator acts as a proxy (substitut
activation server, verifying and responding to activation requests from remote conagtezneed arises.

To better undestand this process, a few definitions are in order:

Activation Request’ This is an encoded file generated by Diskeeper on the rexooteuter. This activation
request file is sent to the activation server, requestitigation of Diskeeper on that particular computer.

Activation Response’ This is an encoded file sent byethctivation server in respongean activation request
from an individual computer. When this file is successfidlgd by Diskeeper, the activation is complete.

Activation Server ' This is a computer that receives Diskeeper activation reqaestsend activation
responses back to the requesting computers. The primary actisaitiar is operated by Diskeeper
Corporation.

Proxy Activation Server* You can use Diskeeper Administrator as a proxy (substiftd)ation server.
When used in this mannexgtivation requests are sent to Diskeepa@ministrator, and Diskeeper Administrator
sends the activation responses badk#orequesting computers. This eliminates the need for the remote
computers to beonnected to the Internet. In order to performpgtaxy activation server dutie)e Diskeeper
Administrator computer contacts the Diskeeper Corporation activedimer and requests the necessary
activation responses. Once received, these respareesed to activate the remote computers.
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Offline Activation * This term refers to the activation of computers that ddaweé direct access to the
Internet. When Diskeeper Administrator is used as a paoiyation server, it is not necessary for the remote
computers to have Internatcess. In fact, @n when the Diskeeper Administrator computer is not connéated
the Internet, you can still use it as an activation proxy server. This isbgaorting an Activation Request
file, sending it to Diskeeper Corporation (frentomputer that does havedmiet access), then importing the
Activation Responséle to the Diskeeper Administrator computer. With this imported Activation Respibase
the Diskeeper Administrator computer then distributes activation resporisesindividual remote computers
requesting activation.

In a typical scenario, you would first use Diskeeper Administrator to PushiDstk#ieper to the intended
remote computers. Installed in this manner, Diskeeperasitisalware, with a time limit on its full
functionality. In ordetto convert theDiskeeper trialware into the full, neexpiring version, you must activate
each instancésubject to the number of Diskeeper licenses you have purchased).

Next, using the Manage Diskeeper Product Activation module, you would scameimese computers for their
activation status. This process gathers the neceastivgtion information from the individual Diskeeper
computers and creates an ActivatRequest file. This file is sent to the Diskeeper Corporation activation
server, andn Adivation Response file is sent back in return, authorizing the activation of

Diskeeper on these individual computers. Diskeeper Administrator then acts as agiinatjon server and
sends activation responses to the individual remote compatgirgtng them silently in the background.

In the event your Diskeeper Administrator computer is not connected to the Infetnbgve the option of
creating and exporting an Activation Request file, then sentindiskeeper Corporation from a separate,
Internetconnected computer. The resultidgtivation Response file is then imported into Diskeeper
Administrator, when theacts as an proxy activation server as described above.

Activating Diskeeper Across the Network

You can use Diskeeper Administrator to silently activate Diskeeper installations on remote computers. Remote
Diskeeper activation is done via tAetivate Diskeeper Clients module. To stalickcManage Diskeeperin

the Quick Launch task pane, then selsteinage Diskeeper Product Activation[;_BJ.

This causes a report to be displayed listing any Activation Requests received from remote Diskeeper computer
Use theActions menu at the bottom of trsereernto select from thesoptions:

Scan for Activation Status

Use this option to scan one or more remote computers to determine their Diskeeper activatidristatcen

also causes any nattivated Diskeeper computers to generate an activation reitest. you choose this

option, you will be presented with a tree view of your network. Select the computers you want to scan, then clic
Scan Now

While the scan is occurring, a report is displayed showing the progress and status of the scan operation. When
the scan is completa,more detailed Activation Repastdisplayedshowing the activation status of the

selected computerk the event any errors are indicated, ciikw Statusto see additional information about

the errors.

Activate Now
Use this option to activate Diskper on any computers that are currently awaiting activation responses. (These
are computers that have sent and activation request, but have not yet received a response.)

When you choose this option, Diskeeper Administrator contacts the Diskeeper Gorpactvation server and
requests activation responses for the computers that have requested them. Once these responses are receive
they are deployed to the appropriate computers, which are then silently activated.

When Diskeeper Administrator is adgng the activation responses from the Diskeeper Corporation activation
server, a progress meter is displayed showing the progress and status of the operation.
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During the deployment of the activation responses, a report is displayed showing the adtiaat®aof the
affected computers.

Offline Activation

Use this option to activate Diskeeper in environments where the Diskeeper Administrator computer does not
have Internet accesbhis optiongathers information about computers needing activation aatesran

Activation Request fileYou then send this file to Diskeeper Corporatffsam a computer thatoeshave

Internet accessand an Activation Response file is returnethsemail address you specifjfter copying the
Activation Response file ta location that is visible to the Diskeeper Administrator computer, you import the
file into the Diskeeper Administrator database, allowing Diskeeper Administrator to deploy the appropriate
activation responses to the Diskeeper computers requesting them.

When you choose this option, the Offline Activation Wizard is displayed. The wizard walks you through these
steps:

A Step 1l Enter the email address where you want the Activation Response file to be sent, and click
Export to File. This creates the Activation Request file that you will send to the Diskeeper Corporation
activation server. When you export the Activation Reqfilesta standard Windows file saving dialog is
displayed, allowing you specify a filename and to browse to the location where you want to save the file.

A Step2' Onacomputer with Internet access, go tovilaev.diskeeper.com/activation/uploadveb page
and upload the Activation Request file you created in the previous step. An Activation Response file will be
sent to the -enail address you specified above.

A Step 3’ Copy the Activation Response fiy@u receive from Diskeeper Corporation to a location visible
to your Diskeeper Administrator computer, then clitiport File to import the Activation Response file
into the Diskeeper Administrator database. The encoded data in this file will be ustdaie ahose
computers that requested activation at the time the Activation Request file was created and sent to
Diskeeper Corporation.

A Step 4’ After the Activation Response file has been imported to the Diskeeper Administrator database,
click Closeto close the Offline Activation Wizard, then sel@ctivate Now from the Actiors menu to
activate Diskeeper on the computers that requested amtivat

Assign Activation Proxy

Use this option to specifyne computers or groups for which you wthis instance of Diskeeper Administrator
to serve as the Diskeeper Activation proxy server.

When you choose this option, a tree view of your network idajisd. Select the computers you want you want
to be served my Diskeeper Administrator, then cBek Proxy.

Configure Activation Proxy

Use this option to configure how Diskeeper Administrator will handle proxy Diskeeper activébioare
given these otns:

A Process Activation Requests automatically and silently When this option is enabled, Diskeeper
Administrator will record any new Activation Requests from remote Diskeeper computers, then
automatically contact the Diskeeper Corporation Activationesettaily to request and receive Activation
Responses for those computers. These responses are then used to automatically activate the remote
Diskeeper computers. This is the recommended mode of operation.

A Process Activation Manually’ When this option ignabled, Diskeeper Administrator will notify you
automatically when product activation is necessary on any remote Diskeeper computers. When notified, yo
can then manually activate the Diskeeper computers as necessary.

A Activation Alert Configuration ' Usethese options to specify how Diskeeper Administrator will notify
you about remote computers needing Diskeeper activation.
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Delete Selected Requests

Use this option to delete activation requests you have selected in the Manage Diskeeper Product Activation
display.

Defragmentation Policies

Diskeeper Administratantroduced the concept pblicy-based centralized defragmentation management.
Defragmentation policies are a set of properties joions) that specify how Diskeeper will defragment the
computers on which they are deployed. As an example, you use a defragmentation policy to specify which
volumes on your remote computers will have Automatic Defragmentation enabled, or the perioésyotti

want Automatic Defragmentation turned off. Once a policy has been defined, it can be saved and used again.

Diskeepe008Administrator supports defragmentation policies for computers running Diskeepea007
Diskeeper 2008as well as legacy sgshs running Diskeeper 10 or Diskeeper 9. Note that the available
property options vary, depending on the version of Diskeeper the policy is intended to control.

Creating Defragmentation Policies

Diskeeper Administrator includes a default policy for computers running Disk2@p8rbut you can also
create your own policies to meet your specific needs, including policies for older versions of Diskeeper.

Defragmentation policies are createdni within the New Job Policy Wizard. To open the wizaedect the

New Job Policy option in the Diskeeper Administrator Task Overview ur@etting Started in the
Quick Launch task pane. Alternativetfick Manage Diskeepeiin the Quick Launch task parand select
Configure Defragmentation Policies

This opens a listing of the existing defragmentation poli€ésk Actions at the bottom of the screen, then
selectNew Job Policy Thislaunches the New Job Poligyizard.

Tip: You can create new defyaentation policies from th&ctions menu at other times when they are
needed, such as when deploying Diskeeper to remote computers.

It is important to note that Diskeeper 2087d Diskeeper 2008ontain a number of significant improvements

over Diskeepeversions 9 and 10. First and foremost, Diskeeper 20@/Diskeeper 2008ffer Automatic
Defragmentation, which simplifies Diskeeper operation (and administration) considerablAuithatic
Defragmentationhere is no longer a need for multiple and ptitdly confusing Primary, Secondary, and |

FAASTE defragmentation schedules, different defragmentation methods, or any need to be concerned with di
or CPU priorities.

When you launch the New Job Policy Wizard, you will see options to create policigiskeepe2007 and
Diskeeper 2008r for legacyDiskeeper versions 9 and Ithe options available differ, depending on the
Diskeeper version they are intended for, and the policy type selected. Select the version and policy type, speci
a name for th@olicy, and clickNext to continue and select the specific policy options you ndete that the

policy options you choose will only be applied to the volumes you select from the list at the top of the New Job
Policy Wizard.

The following sections give avverview of the options available for bdihmo d er n 6 apolitiesi | e g a ¢\
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When you create a new Diskeeper defragmentation policy, the wiziaeksgrou through these steps:

General Page

The General page of the New Job Policy Wizard allows you select the Diskeeper version for which you want to
create a new policy, and provides spaces to specify a name for the policy and any desired description.

Automatic Defragmentation

The Automatic Defragmentation page of the New Job Policy Wizard offers options to enable Automatic
Defragmentation on t he v ol Autoreatic Defagnienation Jimdlirggoutcand , a
specify time periods whenudomatic Defragmentation will be turned off on those volumes. Keep in mind that
performance will be maintained at peak levels when Automatic Defragmentation is left enabled at all times.

I-FAAST

I-FAAST (Intelligent File Access Acceleration Sequencing Texdbgy), available on selected editions of
Diskeeper, accelerates performance by intelligently sequencing files on the volume.

The FFAAST page of thé&ew Job Policy Wizargrovides the option to enabld~AAST on the selected
volumes.You can select frorthese options:

Allow Diskeeper to enable or disabledFAAST when beneficiald When this option is enabledHAAST

will only be enabled on volumes that will benefit froRAAST accelerationwWhile most volumes will show a
noticeable performance improvemevhen HFAAST is enabled, there are cases where the performance gain is
not significant enough to warrant the negligible system resources needed to stFpaHTI.

Always enable FFAAST 0 Select this option tenablel-FAAST on the selected volumes, evéthere will be
little or nopotential performance gain.

Always disable FFAAST 0 Select this option to disableHAAST on the selected volumes, even if there will
be beneficial potential performance gain.

Note that IFAAST is only available on volumes which Automatic Defragmentation is also enabled.

Volume Shadow Copy Service (VSS) Options

The Windows Volume Shadow Copy Service (VSS), available on the Windows Server 2003 and Windows
Vista operating systespprovides the ability to create snapshotspointin-time (PIT) copies, of shares and
volumes. These snapshots are images of the data on the disk as it looks at a particular point in time. By keepin
these images of data, you can quickly recover individual files or entire volumes directly érdisklas they
appeared when the snapshot was taken.

It is important to be aware that when VSS is enabled on a volume with a clusnallar thanl6 KB, VSS

wi || see file movement done by the def timtgnenent ati o
snapshot, even though only the location of the data has changed. Unnecessary snapshots will cause the VSS
storage area to increases in size, possibly resulting in earlier VSS snapshots being purged. pisketgser
special defragmentation meitis to allow you to defragment the¢8S enabled volumeget minimize the

possibility that older VSS snapshots will be purged.

Whenthe VSS defragmentatiaption isenabled Diskeeper uses proprietary defragmentation engines to help
reduce the chana# the defragmentaiin operation causing new VS8apshots from being created, thus

potentially preventing older snapshots from being purged. In order to do this, the VSS defragmentation engines
use more conservative file movement algorithms, which can iaslightly less thorough defragmentation of

the volume. Despite this, performance is still improved when this method is enabled. (Keep in mind that a large
file in two pieces has virtually no performance loss, but it shows as much red color in the Wdpneb as a

file in several thousand pieces, whibbessuffer from performance loss.)
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The VSS defragmentation method is enabled by default on VSS enabled volumes with cluster sizes smaller the
16 KB.

The Volume Shadow Copy Service (VSS) Options paters these options:

Automatic Defragmentation VSS Options
Diskeeper provides these options for Automatic Defragmentation of VSS enabled volumes:

A Defragment using VSS defragmentation method Select this option to use special Automatic
Defragmentation agines optimized for VSS enabled volumes. This option minimizes growth of the VSS
storage area caused by file movement and reduces the chance of older VSS snapshots being purged.

A Defragment using standard defragmentation method Select this option to ushe standard Automatic
Defragmentation engines on VSS enabled volumes. Be aware that enabling this option can increase the si.
of the VSS storage area and can result in some or all of the VSS snapshots being purged.

A Do not defragment VSS enabled volumes Select this option to prevent Automatic Defragmentation
from running on any VSS enabled volumes.

Manual Defragmentation VSS Options
Diskeeper provides these options for Manual Defragmentation of VSS enabled volumes:

A Defragment using VSS defragmentation miod *  Select this option to use special Manual
Defragmentation engines optimized for VSS enabled volumes. This option minimizes growth of the VSS
storage area caused by file movement and reduces the chance of older VSS snapshots being purged.

A Defragment usingstandard defragmentation method" Select this option to use the standard Manual
Defragmentation engines on VSS enabled volumes. Be aware that enabling this option can increase the si
of the VSS storage area and can result in some or all of the VS®istsapsing purged.

Frag Shield

One situation that can impair the performance and reliability of your computer is fragmentation of the Master
File Table (MFT) on NTFS volumes and your paging files. Since the operating system relies heavily on the
MFT and paging file, the effect of fragmentation is often much greater than when a normal file is fragmented.
FragShield is the first and only technology to prevent system file fragmentation.

Frag Shieldperforms two vital tasks: It helps keep your MFTs from bdogrfragmented, and it assists you in
settingup your paging files such that fragmentation will be very unlikely to occur in the future.

The MFT fragmentation prevention technoloigyFrag Shields fully automatic and it operates invisibly using
InvisiTasking technology.

Frag Shield alsbelps you configure your paging filee NTFS volumess recommended in published
Microsoft guidelines.

The Frag Shield page of the New Job Policy Wizard offers the option to enable Frag Shield on the volumes
y o u 0 eaed.s e |

Summary

The Summary page of the New Job Policy Wizard shows information about the new policy you have created,
including the policy name, the Diskeeper version it applies to, the policy type, and any description you included
when you named the pojic

Since Diskeeper version 9 and 10 differ significantly from Diskeeper 208 Diskeeper 2008he job policy
options available are also quite different. Of particular note are the different policy types. When creating
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defragmentation policies for Diskeeper 9 and 10, you can create separate policies for Primary Defragmentatior
Secondary DefragmentatiorRFAAST Defragmentation, and Manual Defragmentation.

The New Job Policy Wizard displays slightly different steps as appropriate, depending on the type of job policy
you are creating,. The steps are described in the following sections:

General Page

Similar to creatig a Diskeepe2008defragmentation policy, the General page of the New Job Policy Wizard
allows you select the Diskeeper version for which you want to create a new policy, and provides spaces to
specify a name for the policy and any desired description.

Job Schedule

The Job Schedule page is displayed when creating a new defragmentation policy for Primary, Secondary, or |
FAAST defragmentation jobs. It offers options to enable the respective defragmentation job type on the volume
youbve sel ethetoptibns avdislde on thegpage to specify times when that type of defragmentation
job will run (or will not be allowed to run, depending on your choices). Job schedules are applied on a per
volume basis. In other words, you can apply different schedaldifferent volumes. If you have used

Diskeeper 9 or 10 before, the scheduling options will be familiar. If necessary, refer to the Diskeeper 9 or

Di skeeper 10 Help or Userés Manual for full descr

Defragmentat ion Methods

Available for Primary, Secondary, and Manual defragmentation jobs, the Defragmentation Methods page allow:
you to specify the defragmentation method Diskeeper will use when all jobs of this type are run. Unlike job
schedules, which are applied a petvolume basis, defragmentation methods are applied onjalpgrpe

basis. For example, when you select a defragmentation method for Primary Defragmentation jobs, that
defragmentation method will be applied to all Primary Defragmentation jobse Tedragmentation methods

are available:

A Quick Defragmentationd This method provides the fastest defragmentation. It reduces the
defragmentation time by placing the emphasis on defragmenting the fragmented files, rather than free spac
consolidation, sice this returns the greatest system performance gain. This defragmentation method will
complete faster and use fewer resources, but note that the free space consolidation will not be as thorougt
as the other methods.

A Recommended Defragmentatio® This is he default, proven and balanced mix of file defragmentation
and free space consolidation. It is designed to gain the best disk performance without using excessive
system resources.

A Comprehensive Defragmentatiord This defragmentation method performs adiitil free space
consolidation. This method performs a normal Diskeeper defragmentation, but then additionally performs
extra processing to further improve free space consolidation. It is important to note this method requires
additional processing and timend free space consolidation improvement will be gradual as the option is
used over time. Since the Comprehensive Defragmentation method is best suited for scheduled
defragmentation jobs, it is not available for Manual Defragmentation Jobs.

In addition b these options, you can specify how Diskeeper handles large files. Whgffidtemtly

defragment large filesoption is enabled, Diskeeper defragments large files only to the point where access time
is improved and further defragmentation will not retarsignificant improvement. This can save considerable
system resources and can significantly reduce the time to run a job.

Disk and CPU Priorities

You can control the amount of disk input/output (1/0) and CPU resources used by Diskeeper for Primary,
Secomary, and Manual defragmentation jobs. For each of these job types, the New Job Properties Wizard
allows you to control the disk and CPU priority.

Running at the lowest CPU priority minimizes the system performance impact when Diskeeper is defragmenting
avolume. However, defragmentation jobs running at the lowest priority can take substantially longer to
compl ete than those running at higher priorities,
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priority (even screen savers). For tresson, you may have occasions where you want to run Diskeeper at a
higher CPU priority. Keep in mind, though, that your system performance may be impaired when Diskeeper is
run at higher priorities.

In addition to the different levels of CPU prioritiesdimoose from, you are also given the option to enable I/O
SmarE on the selected volumes. This option takes t hi
(suspending) the defragmentation process whenever disk I/O activity is detectdidlonvhile it is being
defragmented. This ensures the defragmentation process will be transparent to users, no matter how active the
disk.

Similar to the defragmentation method options, the Disk and CPU priority settings are applied on gofer per
typebasis. For example, when you specify disk and CPU priority options for Secondary Defragmentation jobs,
those settings will be applied to all Secondary Defragmentation jobs.

Keep in mind that even with the disk and CPU priority options, Diskeeper versants D do not provide the
performance gain and f newervessions heslkeeper pithiAwtamaton o f f er e
Defragmentation.

Summary

The Summary page of the New Job Policy Wizard shows information about the new policy you have created,
including the policy name, the Diskeeper version it applies to, the policy type, and any description you included
when you named the policy.

Deploying Defragmentation Policies

After you havecreated defragmentation policies, you can deploy them to the computers of your choice. (Of
course, the remote computers must have Diskeeper installed on them.)

Defragmentation policies are deployed from within the Job Policy Deployment WEtdlolv thesesteps to
open the wizarénddeploya defragmentation policy tmne or a few hundred remote computers:

1. Click Deploy Job Policyin the Diskeeper Administrator Task Overview un@etting Started in the
Quick Launch task pan&his opens the Job Policy Degiment Wizard in a separate window.
Alternatively, dick Manage Diskeeperin the Quick Launch task pane and se@éahfigure
Defragmentation Policies This opens a listing of the existing defragmentation policies. @lations at
the bottom of the screethen selecDeploy Job Policy

2. Intheintroductionscreen displayednter an optional name and description for the deployment job. The
details of the policy deployment job will be displayed in the Diskeeper Administrator Job Queue, so having
a recognizale job name and description can be usafithen you have made your selections, chtekt.

3. Thenext screen displays a tree view of your network. (You can also switddetad viewas described on
pagell.) Select any combiation of one or more computers, groups or domains on which you want to
deploy the selectedefragmentation policieg\fter selecting the computers on whichdiploy the policy
click Next.

4. Next, you are given the opportunity to seldadefragmentatiopolicy you want to deploySelect from
any of the policies displayed. You can modify an existing defragmentation policy by cligldpgrties, or
click Actions and select the option to create a new policy. After selecting the defragmentation polkcy, clic
Next.

5. Sincedeploying defragmentation policiesadarge number of computers across the network can take some
time and use network bandwidth, you are next given the option to schedptditdyaleploymentask for a
later time, or perform it now. If yoselect to schedule the task for a later time, you are prompted to specify
when the task is to begin. You can also specify a time for the task to be stopped, even if it has not yet
completed. This gives you the flexibility to perform the task at a timenwitetwork bandwidth will not be
impacted. Choose when to perform tf@icy deploymenjob, and clickNext.
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6. Next,asummary is displayed, showing you the ongoing status adefrmgmentation policy deployment
task. When the task is complete, thenmaryis automatically saved in the Diskeeper Administrator Job
Queue, along with other similar repor8ee pagd?2 for more information about the Job Queue. When you
are done reviewing the report, or when you are ready to perfwthex task, cliciClose

Editing Existing Defragmentation Policies

Defragmentation policies are edited from within the Defragmentation Policy Properties pages. To open the
properties page faan existing defragmentation policyiock Manage Diskeepelin the Quick Launch task pane
and selec€Configure Defragmentation Policies This opens a listing of the existing defragmentation policies.
Select the policy you want to edit and cliekoperties at the bottom of the page. This launches the
Defragmentation Policy Properties pages for the selected policy.

Tip: You can simply doublelick a defragmentation policy in the Configure Defragmentation Policies
listing to quickly open the DefragmentatiBolicy Properties pages for that policy.

After opening the Defragmentation Policy Properties pages, choose from the steps listed on the left of the page
and make any changes desired, similar to creating a new defragmentation policy. When you havermade you
changes, cliclOK to save the changes and return to the Configure Defragmentation Policies listing, or click
Apply to save the changes without closing the Defragmentation Policy Properties pages for that policy.

Also note that when editing an existingrdgmentation policyyou canclick the Associated Computersstep
shown on the left side of the page to see a listing of the computers to which the policy has been applied.

Diskeeper Reports

DiskeeperAdministratorprovides a variety of useful repomsgarding the computers on your network. These
reports can be for any number of machines, based on the computers you have selected.

All reports are shown ia secondary window, independefithe mainDiskeepeAdministratorconsole
Reports can be saved and printed. Foll owing the A
allows you to perform a number of tasks directly from a report. After a report has been generated, you can sele
one @ more computers in the report, then useAbtons button at the bottom of the report to install or

uninstall Diskeeper, update or upgrade Diskeeper, dejg@iragmentation policies, or remotalgntrol a

Diskeeper computer.

DiskeeperAdministratorgathers information each time Diskeepelated changes occur on any remote
Diskeeper computers being managed by that instance of Diskeeper Administrator. This information is stored in
the Diskeeper Administratatatabase.

You can generate reports based on-tiead data or data stored in the Diskeeper Administrator database. Real
time data offers the most current view of your managed Diskeeper computers, since Diskeeper Administrator
polls each selected computehen this option is selected. However, this polling process can take a considerable
length of time on a large network, and a certain amount of network traffic occurs. Database data gathering is
typically much faster, but it may not be completely currespeeially if the Diskeeper Administrator database

has been offine for any length of time.

Diskeeper Administrator reports are comprisedpxcific sets of data, presented in a tabbed format. Each report
can contain any or all of these individual datts é&lso known as report sections)

Diskeeper Computersi shows information about the Diskeeper status on the computers managed by this
instance of Diskeeper Administrator.
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Fragmentation and Performancei shows factors that directly affect the performaacd reliability of your

disk volumes, such as MFT fragmentation, paging file fragmentation and the level of free spadatarseds

a useful way to show Diskeeper is maintaining the good health of the sy$tefaragmentation and
Performance reportan also utilize Disk Performance Analyzer for Networks (DPAN) to collect performance
data from computers that do not have Diskeeper installed.

Computers and Policies shows information abouiskeeper versions installeshd defragmentatiopolicies
in placeon the computers managed by this instance of Diskeeper Administrator.

Alert History T showsinformation about any Diskeeper alerts that have been generated on the computers
managed by this instance of Diskeeper Administrator.

Also note that you can saamd print reports you creat@lick Actions at the bottom of the report window to see
the available report options.

TheDiskeeper Computers data sbbws general information about all theskeeper installations on your
network. This is an easy way to see which computers on your network have Diskeeper installed.

This information is gathered for each selected computer:

A Domain

A Computemame

A Operating gstem rame

A Diskeeper dition

A Diskeeper ersion

A Latest aailable Diskeeper version and type
A Last Diskeeper update

The Fragmentation anBerformancdRkeportdata set showictors that directly affect the performanand
reliability of your disk volumes, such as MFT fragmentation, paging file fragmentation and the level of free
space. Thislata sets a useful way to show Diskeeper is maintaining the good health of the system.

This information is gathered for eachesged computer:

A Domainname
A Computer name
For each volume:

A Volumename

A Volumespace

A Free pace %

A MFT fragments

A Pagiry file fragments

A Fragments peiile

A I-FAAST actual gin (%)

A 1-FAAST potential gin (%)
A Total files defragmented

A Total fragments eliminated
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The Fragmentation and Performance data set also includes the option to use Disk Performance Analyzer for
Networks (DPAN) to gather fragmentation data from remote computers that do not have Diskeeper installed.
DPAN providegeakttime performance metrics thi highlevel visual graphs and detailed fragmentation.data

The Computes and Policieslata seshows detailed information about the computers managed by this instance
of Diskeeper Adrimistrator, and the defragmentation policies in place on them

This information is gathered for each selected computer:

A Domain

A Computemame

A Operating gstemname
A Diskeeper dition

A Diskeeper ersion

For each volume:
A Volume Name
A Defragmentation policy enad

The AlertHistory data sedluplicates the informatioshown in the Alert Reportentdaily via email to
specified recipientyThe Diskeeper Administrator Alerts features are desciithe@tailon page38.) The
Alerts Report includes this information:

Alert type
Domain

> >

>

Computemame
Diskeeper dition
Diskeeper ersion

Volume rame

> > > >

Alert Time

When the Alert History data set is selected, you are given the option to iadllidskeeper Administrator
alerts in the report, or specify a range of time for you want to see any alerts.

The AlertHistory data set is similar to the standard Diskeeper Administrator alerts (as described 88),page
but shce you can specify a starting and ending time period to examine, it is useful for seeing a compilation of
Diskeeper Alerts covering a specific time period.

The Create Report \I¥ard guides you thorough the stegs@ssary to create a report. Here is an overview of
those steps:

To open the Create Report Wizard, selectCheate Reportsoption in the Diskeeper Administrator Task
Overview undeGetting Started in the Quick Launch task pane. Alternativelljck Reports and Alertsin the
Quick Launch task pane and cliCkeate Reportat the bottom of the screen. This launches the Create Report
Wizard.
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Naming the Report

The first page of the Create Report Wizard offers allows you to specify arelarahdescription for the report
you are creating. Since reports can be saved and recalled at a later time, a meaningful report name and
description can be useful. Enter a name and description as desired, théextitik continue.

Selecting the Data Sets

Use this page of theizardto specify thedata sets (or report sections) to be included in the repout can
choose from these available data s¢8ge pag&3for descriptions of thes#ata sefs

A Diskeeper Computers

A Fragmentation and Performance
A Computers and Policies

A Alert History

When the Alert History data set is selected, you are given the option to include all Diskeeper Administrator
alerts in the report, or specify a range of tiimeyou want to see any alerts.

After selecting the data sets to include in the report, diekt.

Selecting Computers and Groups

Use this page of theizardto select the computeamid/or groups$o be included in the port. This page shows a
tree view of your network. (You can also switch tDetail viewas described on padd.) Select any
combination of one or more computers, groups or domyainsvant included in the reporfter making your
choices click Next.

Specifying the Data Source

Use this page of thwizardto specify the source for the data used in the report. You can use data that is already
in the Diskeeper Administrator database, r@ate the report based on réiale data gathered immediately or at
a later time you specify.

Note that managed Diskeeper computers automatically send report and alert data to Diskeeper Administrator
after completion of a scheduled defragmentation job.

Red-time data offers the most current view of the managed Diskeeper computers on your network, but gatherir
the data can take some time and incur network overhead.

Using data from the Administrator database is faster and less costly in network bandutidtimay not reflect
the most current Diskeeper information on your network. This is especially true if the Diskeeper Administrator
database has been-tiffe for ary period of time.

Choose the data source you want to use for your report, themNei¢ko continue.

Specifying the Report Schedule

Sincegathering report data fromlarge number of computers across the network can take some time and use
network bandwidth, tils page of the Create Report Wizagigles you he option to schedule theport collection
task for a later time, or perform it now.

If you select to schedule the task for a later time, use the controls provided to specify when the task is to begin.
You can also specify a time for the task to be stoppven if it has not yet completed. This gives you the
flexibility to gather the report datt a time when network bandwidth will not be impacted.

Choose the desired schedule, then dlekt to continue.

Report Wizard Summary

Next, asummary is displayed, showiramy schedule you specified for tteportingtask.The Summary page
also allows you to specify whether to save the report as a template in the Reports Console for later use. You c:
also choose to-mail a copy of the repbto the recipients of your choice.

When you are donmaking any of these optional choiceick Finish.
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If you chose to generate the report immediately, the report is displayed in a separate window, with tabbed page
for each data set you specified.

If the report task was scheduled to run at a later time, the Report Console is displayed, listing any saved report
templates.

After a report has been created, you can optionally check the status effdineRollow these steps:
1. Click Diskeeper Job Queuén theQuick Launch task pane and select the report in question.
2. Click Actions at the bottom of the console, and seMietw Status

This shows information about the success of failure of theghateemg operation on each selected computer

Regardless of the type of report, Diskeeper Administrator provides powerful filtering capabilities, allowing you
to view the data you need most.

As mentioned earlier imts manual,gi ds i n the various Diskeeper Admi
Filtering. o0 Quick Filtering allows you to quickly
grid. You can click the down arrow at the top of any columndetdrmine what displays in the entire grid.

Operating Systen | E ditian |
¥

[none] bty

[cuztom]

Microzoft WWindows 2000 Profeszional
Microzoft “Windows P Professional
Windows Server 2003

"Windows #P Profezsional

When you select an item, only that item appears i
all items appear in the grid.

When you select fA(custom) o sdyeuc@ibusldaocustom fiter stétemiertt te r
determine the information that appears in the grid.

-,

@ Custom Fow Filter

Showw rovws where:
Operating System

:'S_"j

| containg #F

) and &) or

T 1 3
| cartains || | Professional

Ilze * to represent any zenes of characters




38 Diskeeper Administrator Operation

When you are viewing report, you can save it for future referer@ick Actions at the bottom of the report
and ®lectSave ago save the report. Yoaregiven the option of specifying the location where the report file
will be savedY ou can navigate to the disk volume and folder of your choice.

Saved reports can be pridteClick Actions at the bottom of the report and selBcint to print the reportA
standard Windows print dialog box is displayed where you can select which printer to send the report to, and
other printing options.

In addition to viewing, printing, and saving a report, you can select one or more computers in a report, then
launch other actions to perform on them, directly from the report. Using the options available in the Actions
menu at the bottom of each report, you can install, uninstall, update, or upgrade Diskeeper on the selected
computers, deploy defragmentation policies, move computers or groups in the Custom Groups hierarchy, or
remotely control Diskeeper on a single catgy.

For example, you can create a report wusing the AD
dondt have Diskeeper installed, select the comput
begin the deployment, directlyam the report. As you use the Diskeeper Administrator reporting capability, you
will likely find numerous ways where Diskeeper Administrator can save time and effort in your management of
Diskeeper across your network.

Diskeeper Alerts

Diskeeper Administrator can be set up to send ymai alerts informing you of situations that affect the
performance and reliability of the computers being controlled by Diskeeper Administrator.

Alerts are based on d@ateceived from managed Diskeeper installations throughout your network. Diskeeper
Administrator examines this data to determine whether an alert should be generated. This data is gathered as
Diskeeperrelated events occur on managed Diskeeper computergytiout your network.

Alerts are logged and stored in the Administrator database as they are detected. Alerts are sent to you (or the
people you designate) as individuainail messages for each Alert. You control whether (and to whom) these e
mail messges are sent.

Alerts are generated under these conditions:

A A Diskeeper defragmentation job does not complete on a volume for any reason

A If free space has reached a critical level on an individual machine. (The free space afféalisntiee
Health indexwhich is described in detail shortly.) You can set the free space threshold at which these
Alerts are generated.

Diskeeper Corporatiohas done extensive research into the causes of disk performance and reliability problems
This research has shown thesetdas play a significant role in regards to disk performance and reliability:

>

Overall fragmentation (described below)
A MFT fragmentation
A

Paging file fragmentation

>

Available free space
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Diskeeper uses these factors to determine a disk reliability indextieech analyzes or defragments a disk
volume.

Disk reliability is rated into three categoi@esiealthy, Warning and Critical.

This table shows the Warning and Critical levels used in determining the reliability index.

Overall Fragmentation > 10% fragmentation > 50% fragmentation
MFT Fragmentation > 250 fragments >2000 fragments
Paging File Fragmentation > 250 fragments >1500 fragments
Free Space < 15% free space < 5% free space

TheOverall fragmentatia figure is calculated by dividing the time required to readrhgmentediles on the
volume by the time required to reali the files on the volume, and multiplying the result by 100.

DiskeeperAdministraor delivers alerts in two ways:

A An Alert Report displayed directly in the Diskeeper Administratmsole

A An Alert Report emailed to you or the people you designate

You have control over which alerts are reported to you. For each typmaifexialert,your options are:
A All alerts

A Alerts occurringoetween the starting and ending dates you specify

In order to receive alerts byraail, you must specify at least onerail addressYou will be prompted for this
information the first time you set up any typieDiskeepeAdministrator task that requires amail address

Alerts are based on pedéefragmentation data received from remote Diskeeper 9.0 (or higher) installations
throughout your network. Diskeeped#inistrator examines this data to determine whether an alert should be
generated. This data is sent to Diskeeper Administrator any time Diskedgied activity or changes occur on
your managed Diskeeper computers.

Alerts are logged and stored in therAidistrator database as they are detected. Alerts are sent to you (or the
people you designate) as individuainail messages for each alert, and/or by a daily report, which is also sent
via email. You control whether (and to whom) thesmail messagesa sent.

Follow these steps to configure alerts:

1. Click Configure Alerts Q in the Diskeeper Administrator Task Overview un@etting Started in the
Quick Launch task pane to open the Alerts Properties dialog.

2. Inthe General page displayed, select the gtxae-based events that will trigger an alert. You can choose to
have alerts triggered by incomplete defragmentation due to engine failure, or when free space on a volume
reached a threshold you set, or both.
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3. Click Select Computerdn the Properties taskape on the left side of the Alerts Properties dialog, then use
the tree view displayed to select the computers for which you want alerts to be generated. (You can also
switch to a Detail view as described on padg

4. Next, dick Alert E-mail in the Properties task pane on the left side of the Alerts Properties dialog. On the
page displayed, select your choice of options to send a daily Alert Summary repemtaiiaand specify
the email address(es) intended to receiveAlert Summary. You can also optionally edit the subject line
and body of the message.

5. After selecting the settings you want, clioK to close the Alerts Properties dialog

Setting Up Alert and Task Purge Options

Diskeeper Administrator stor@&@iskeepeialert dateand details about Diskeeper Administrator teiskbie
DiskeeperAdministratordatabaseOver time, this informatioshouldbe purged to avoid consuming
unacc@table amounts of disk spady default, Diskeeper Administrator keefilert data for 30 daysand task
data for 15 daydyut you have control over howftenthis data is cleared out.

You can specify howong to saveDiskeeperderts and ongime tasksn the Diskeeper Administrator database.
Diskeeper Administrator will keep alerts and d@mae tasks in the database for a maximum of 180 days. Note
that repeating tasks (such as scheduled report scans) are not purged.

Follow these steps to change the puwpgons:

ol

o

1. Click Configure in the Quick Launch task pane, then selgiskeeper Administrator Properties .
2. Click Purge Queue and Alert Historyin the Configure task pane on the left side of the display.
This pageprovidesthese options:
1 Clear Alerts
1 Clear Tasks

For each option, you can set the number of days (from O to 180) for Diskeeper Administrator to keep the
alerts or tasks in the database. You can also click the respective button to clear alerts or taskeiynmediat

3. When you have made any desired changes, Cli<ko close the dialog and return to the main Diskeeper
Administrator console.

Using Groups

Diskeeper Administrator allows you to create and use logical groups of computers optyamrknThese

groups can then be controlled and managed as a single unit. For example, you might create a group that consi
of all the computers in the Accounting Department, or all the workstations on the third floor. Then, when you
need to perform a Bkeeper Administrator task suchdeployingDiskeeperor defragmentation policigs

multiple machinesyou simplyselectthe group of computers (as a single unit) instead of each computer in the

group.
In addition to custom groups you create, Diskeemhmifistrator also supports any groups you have created

within Microsoft Active Directory. Here again, you can apply Diskeeper Administrator tasks to Active Directory
groups in the same manner as applying them to a single machine.

Custom groups are made up of one or more of the compmrtemsur networkA group carinclude entire
domains or workgroups, and calso include other groups.



Diskeeper Administrator Operation 41

Click Manage Diskeeperin theQuick Launch task pan&en selecManage Diskeeper Computers and

Custom Groups . This displays tree view of your network.
Once the tree view is displayedllow these steps to create a new custom group:
1. Click My Groups in the tree view display.

2. Click Actions in thebottom of the console, andlsctNew Custom Group Alternatively, rightclick My
Groups and selecNew Custom Group A dialog is displayed, allowing you to specify the name of the
new custom group

3. Editthe name of the new growisplayedn the Computer View section of the page.

4. Next, navigate the tre@iew to display the domains, workgroups or computers you want to include in the
new group. Drag and drop your choices into the new group displenget My GroupsThe new group
will now be available from the various Select Computaggs throughout Diskeeper Administrator.

To add computert an existing groupopen the tree view display and simply drag and drop the computers into
the custom group.

To remove a computer from a custom graught-click on that computer in the group and seiRemove
Selected ComputersYou can also remove multiple computers in this maiirsalect the computers you want
to remove from the group, then rigtlick one of the selected computers and sdkechowe Selected
Computers.

You can also add, modify or delete custom groups using the options available fidatidimebuttonin any of
thetree view pageshown for Diskeeper Administrator tasks that allow you to select computers or.groups

Remote Control

You can use Diskeeper Administrator to remotaintrol Diskeepe®.0 through 200&perations on computers
all over your network. (Of course, Diskeeper Professidpia PremierServer or EnterpiseServemust be
licensed and installed on the remote computers.) Without ever leaving your desk, you can perform any
Diskeeper task as if you were sittiatthe remote machine.

To connect to and control a remote computatow these steps

1. Click Remote Control Diskeeperin the Diskeeper Administrator Task Overview un@eitting Started in
the Quick Launch task pane.

2. Inthe tree view displayed, select the computer on which you want to run Diskeeper, and tHeambitk
Control. (If the computer you wat to control remotely is not visible in the tree view, you can enter the
appropriate domain and computer name or IP address in the space provided at the bottom of the dialog.)

3. Once the computer is connected, the Diskeepesoleopens in a new window aride name of the
computer being controlled is shown at the top of the Diskeeper display.

Error messages will be displayed if Diskeeper fails to connect to the remote computer.

After connecting to Diskeeper on the remote computer, perform any Diskeepatiayeon that computer in
the same manner as running Diskeeper on a local computer.

Diskeeper allows you to list files and directory folders that yon@tova nt moved. Thi s fAexc
checked by Diskeeper each time defragmentation is run. To edit exclusion lists on remote computers on your
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network, you must hee sufficient permissions to edit a file in the Diskeeper directory on the remote computer.
If you do not have sufficient permissions, an error message is displayed stating that access is denied to the

exclusion list. If you cannot edit an exclusion Iisittyou think you have permission to use, there are two likely

possibilities:

A You logged on with a username that the target computer recognizes and a password that it does not
recognize. A common example is to log on to your computer as Administratdreanthyt to edit an
exclusion list on a computer that has its own Administrator account established with a different password.

A Your computer and the remote computer do not share the same network protocol.

Diskeeper Job Queue

The Diskeeper Job Queue option provides a centralized location for information about any pending, running or
completed Diskeeper Administrator tasks (or jobs) you have performed. You can stop a current or pending job,
and view the status ofjab to see detailed information about whether it completed successfully for all selected
computers.

SelectDiskeeper Job Queuen theQuick Launch ask pane to open a view of the job queue.
The Job Queue filteat the top of the Job Queue consufifers hese views:

A All Jobs

A Reporting Jobs

A Configure Settinglobs

A Deployment Jobs

A Scan Machine(s)obs

Selectany of thesdiltering options to see a listing of past, present and scheduled jobs of that category. The
typical listing shows the job name, the taghet (such as Deployment tasksSman Machine(gpbs), the job
type (onetime or scheduled, for example) and the last run time and date.

Doubleclick any of the jobs listed to see a detailed report about the status of the job. This is a useful way to se
the computers on which a specific job was or was not successful. You can see details about the domain, the
machine name, the status of the job, a description or explanatiba fported status, and the date and time the
status was recorded.

The Actions button at the bottom of the consalfersa number obptions includingallowing you to print
listings from the job queues or to delete selected jobs from the queue.

Configuring Diskeeper Administrator

Diskeeper Administrator gathers necessary configuration information from you the fist time that information is
needed. Once established, most Diskeeper Administrator configuration settings need no addition@haction.
Configure Diskeeper Administrator console provides a method to view and edit the Diskeeper Administrator
configuration properties.

Click Configure in the Diskeeper Administrator toolbar or sel€cinfigure in the Quick Launchatsk

pane then selecDiskeeper Administrator Propertiesto open theConfigure Diskeeper Administrator console
Alternatively, lectConfigure Diskeeper Administrator in the Getting Started task overview. Once open, this
dialog allows you to view or edit the following Diskeepaministrator Configuration properties.

General 8 About Diskeeper Administrator
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This page of the Configure Diskeeper Administrator console shows general information about the version of
Diskeeper Administrator installed on your computer, and a varfatgrdact information.

Diskeeper Administrator Updates

Use this page of the Configure Diskeeper Administrator console to check the Diskeeper Corporation website fo
a newer version of Diskeeper Administrator. Hewer version is available, follow the instructions displayed to
download and install the update.

Diskeeper Local Updates and Upgrades

This page of the Configure Diskeeper Administrator console allows you to check thepgiskorporation

website for a newer version of Diskeeper for your remote computers. You are given the option to check
immediately for updates, or to enable automatic checking for Diskeeper updates. If you enable automatic upda
checking, you can also set to have -enail notification sent to the recipients of your choice when Diskeeper
Administrator detects a newer version of Diskeeper is available.

Proxy Server

Use this page of the Configure Diskeeper Administrator console to pagiforoxy settings that may be
necessary for Internet access at your site. If no proxy settings are specified, Diskeeper Administrator uses yout
default Internet connection settings.

Outgoing Mail Server (SMTP)

Diskeeper Administrator can optionally send alerts, reports, and update/upgrade notificatiemaidee

this page of the Configure Diskeeper Administrator console to specify any outgoing mail server (SMTP) setting:
necessary, including the SNWTmail server address, any Secure Password Authentication (SPA) if required, and
the recipient(s) you want to receiverail notifications from Diskeeper Administratdfou can specify more

than one recipient, using a colon (:) to separate-thaikaddrases.

Administrative Permissions

Diskeeper Administrator needs permissions information to access licensed computers and include them in task
Use this page of the Configure Diskeepedrainistrator consoléo enter or edit user name and password
information for your domains, workgroups, or computers, and appropriate for your site.

Purge Queue and Alert History

This page of the Configure Diskeepernidistrator consol@rovides options to specify how long Diskeeper
Administrator Alerts should remain in the database, and to purge completed tasks from the Diskeeper Job Que
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Chapter 4

Overview of Diskeeper Features

This chapter describes key features available in Diskeeper Professiotiaé asagiouDiskeeper Server

editions Not all these featurearedirectly available within Diskeepéxdministratot but they are available via
the Remote Control feature descrilstdrting on pagdl. This information is provided in this manual simply for
reference.

For over a decade, Diskeeper has led the way in Windows system defragmenthtiolotgcandDiskeeper
2008 continues with the tradition of true Set It and Forget It performance enhancement that is a hallmark of the
Diskeeper name.

Whet her youdve used Diskeeper before or nott, you
Diskeeper008adds refinements to these features, and a number of other core enhandéeventsers will

find Diskeeper to be easy to use, yet comprehensive in its capabilities. Experienced Diskeeper users will
recognize familiar featurebut see immpvements in Diskeeper (and their system) performdtieee isa
summary of whatoés new in this version

A Complete file and free space defragmentation in the mosixtremeof conditions
Diskeeper 2008 introduces the most powerful defragmentation engineesedombd. Even if your systems
only have a percent or two of free space left available or a file in millions of fragments, Diskeeper can
restore lost performance and save the applications reliant on those files from major reliability concerns.

A Core fgbmeefntaati on I ntelligenced enhancements
The brains behind defragmentati on -designddioeaeli@i s k e e
performance benefit faster and more efficiently
condifons and choose the most effective algorithm from the vast arsenal of Diskeeper defragmentation
engines.

A Frag ShieldE 2.0

FragShield the first and only technology to prevent system file fragmentagiets better. No more need to
run a manual and resagrintensive procesd.he Frag ShieldMFT fragmentatiorpreventiontechnology is
now fully automatic and revritten to operat invisibly using InvisiTaskingechnology.

A Volume Shadow Copy Service (VSS) Compatibilityy ode
Defragmenting VS®nabled volumebas been complicated, until now. Diskeeper 2008 eliminates the need
to choose between the benefits of VSS and defragmentatierew VSScompatible modén Diskeeper
2008affords you the ability to leverage the data protection of VSS and the perforemahogliability of
Diskeepedefragmentation.

A Disk Performance Analyzer for Networks (DPAN)
The award winning network analysis product from Diskeeper Corporation with over 30,000 downloads is
now integrated into Diskeeper Administrator. In Diskeeper 286&lientless performance analysis
technology gets a full update and tight integration Withindustrypioneering performance management
functionalityin Diskeeper AdministratoNow you can get redlme performance metrics with hidavel
visual grapk and detailed fragmentation datademand or -enailed automatically.

A A special Diskeeper Edition for Windows Home Server (WHS)
Diskeeper 2008 HomeServer is the only defragmentatitutionspecifically designed for Windows Home
Server operating systemiskeeper HomeServ@rovidesa snagpin to the new WHS console, supporting
full remote management and configuration capability from any PC in a SOHO network.
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A éand of course the InvisiTasking technology con
InvisiTasking is not merely an enhancement to existing features; it allows the Set It and Fadgiok
of Diskeeper to evolve to a new level of autonomous operation that providéisnedefragmentation of
files without any administrative effort.

Diskeeper Features

The following list summarizes the most important Diskeeper features:

Automatic Operation 8 Diskeeper is designed to operate without your intervention. Simply install Diskeeper,
then sit back and let it take caréthe details. Of course, you can also run Diskeeper manually. (But you

probably have better things to do with yourtife at 6 s what Aut o maith indsiTa3kingis a g me
forl)

Diskeeper Family of Productsd The Diskeeper family of productsfefs specialized automatic
defragmentation of Windows operating systems ranging from Windows 2000 thAdingbws XP, Windows
Vista, Windows Home Server, aidindows Server 2003 Datacenter. See the tablAppendix Afor the
complete Diskeeper lineup.

Descriptive Console Interfaced The Diskeeper console provides an intuitive and informative

defragmentation experience. Common commands are grouped together in the Quick Launch pane, and a grou
of tabbed panes show you a wide variety of information. Diskegirows you the condition of your disks, and
provides suggestions for improving or maintaining your disks.

Performance and Volume Health Analysi®d Diskeeper collects and displays data regarding the performance
and overall health of your volumes in thedbboard tab. This information allows you to be more proactive in
the management and maintenance of your computers.

I-FAAST 0 Intelligent File Access Acceleration Sequencing TechnologdAAST) improves file

access/creation by up to 80% (average %) above and beyond the improvement provided by
defragmentation alone. This is the first industry
evolution of the outdated and inconclusive disk optimization strategies of the past.

Frag Shield2.08 One situation that can impair the performance and reliability of your computer is
fragmentation of the Master File Table (MFT) on NTFS volumes and your paging files. Since the operating
system relies heavily on the MFT and paging file, the effectagfinfientation is often much greater than when a
normal file is fragmented-ragShield is the first and only technology to prevent system file fragmentation. No
more need to run a manual and resoimeensive process.he Frag ShieldIFT fragmentatiorprevention
technology is now fully automatic and-veitten to operat invisibly using InvisiTaskingechnology.

Terabyte Volume Engined A Diskeeper exclusive, thEerabyteVolumeEngine (TVE) is designed to
efficiently defragment extremely large (larger tlNhGB) volumes. This feature is available in selected
Diskeeper editions. The table Appendix Ashows the Diskeeper editions with TVE support.

Boot-Time Defragmentationd Defragment files at bodtme that cannot be moved safely when Windows is
running

Selectable Disk and CPU Priorityd You can set the disk and CPU priorities at which Manual
Defragmentation jobs run. Note that priority changes are unnecessary when running Diskeeper in Automatic
Defragmentation mode.

Exclusion Listsd Diskeeper exclusiolists allow you to specify files and directories that will not be allowed to
be processed by Diskeeper.

Event Loggingd Diskeeper records information about its activity in two ways. First, general information about
previouslyrun defragmentation job hown in the Log tab within the Diskeeper console. Additional
information can also be stored in a log file. A wide variety of information can be saved for future reference.
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Simultaneous Analysis or Defragmentation Operation® You can analyze and/or defrment more than one
disk volume at a time. Different Diskeeper editions support different numbers of simultaneous operations. See
Appendix Aor more information.

Command Line Operationd You can use commands from the Windows Command Prompt or a batich file
control Diskeeper.

Group Policy Supportd Diskeeper can be configured netwavide with the Group Policy Editor provided
with Windows 2000 Server and Windows Server 2003.
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Chapter 5

Theory of Operation

This chapter desdres theoriginal Diskeeper design goals and how those goals were met.

As described in the introduction of this manual, the tdisk fragmentatiomeans two things:

A acondition in which pieces of individufilles on a disk are not contiguous, but rather are broken up and
scattered around the disk volume; and

A a condition in which the free space on a disk volume consists of little pieces of space here and there rather
than a few large free spaces.

The effects bexcessive fragmentation are twofold as well:

A file access takes longer because a file must be collected in pieces here and there, requiring several disk
accesses instead of just one; and

A file creation takes longer becausgace for the file must be allocated in little pieces here and there instead
of just one contiguous allocation.

Before the introduction of Diskeeper, there was no method for completely correcting the problems of file and
free space fragmentation on WindoWT" (and latercomputers or in a Windows network.

In designing Diskeepdor Windows, the following goals were established:

A The product must be completely safe to use.

A Itmustimprove Wind ws system performance. I't i s it desi o
designed to improve disk performance and, as a result, overall system performance.

A 1t should process live disks without interfering with user access to files.

A It should run wihout operator intervention.

A It must defragment all possible files and consolidate free space into the smallest possible number of large

spaces.

Diskeeper defragments files and free space on a disk, allowing access to the files on the disk at any time while
Diskeeper is running.

Safety

Diskeeper is designed witafetyas the highest priority.

To ensure the safe movement of files, Diskeeper uses mechanisms built into the operating system that were

developed and implemented by Diskeeper Cotmordthen known as Executive Software), and fully
incorporated into Windows 2000, Windows XP, Windows Server 2808 Windows Vist@ by Microsoft.

By using these buiiin mechanisms, Diskeeper maintains caobieerency, file secity and permissions
information, and file content integrity no matter how fragmented the files on the disk are.
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The foremost design goal for Diskeeper is to make sure that no data is ever lost. To accomplish this goal
Diskeeper uses the following critef@ accessing files:

A the contents of data files are never modified under any circumstances
A

only one file is processed at a time, not the whole disk

no information is stored on any other device or

Diskeeper accesses a file in suchaythat no user access can conflict with Diskeeper during the critical
portion of the relocation process

A file relocation is aborted if any error is encountered, leaving the file in its original state

Diskeeper was designed to err on the side of cautiasthir words, it only moves a file on the volume when it
is absolutely certain that no data will be lost, including file attributes. The only change to file atinimite
information is the physical location of the file on the volume. None of the filssdae changed and no other
fields in the file record header are used to store Diskeeper information.

Diskeeper never defragments or moves files that are specifically stored at a specific physical location on the
volume.

If anything causes your computerdash while Diskeeper is running, or if you abort the Diskeeper
defragmentation run in the middle of the file relocation process, no data is ever at risk.

Performance

When running in théutomatic Defragmentatiomode, Diskeeper is digmed to run in the backgroundithout
adversely affecting performance of your Windows compdtee. exclusive InvisiTasking technology ensures
Diskeepelkeeps your volumes at peak performance without negatively impaystgmperformancevhile it is
running.Diskeeper was designed in such a way to ensure it will not interfere with other processes on your
Windows computer.

Process Live Disks

It is not acceptable to force users off the disk while perifag routine defragmentation. To do so would be a
case of the cure being worse than the disease. Access to fragmented files is better than no access at all.

The best solution is to defragment online with users active on the same disk volume. Diskeejgsiguas

with this in mind. During most of the time Diskeeper is processing a file, it shares the file with any other users
that may access the same file. The last step of processing the file, however, involves locking the file for a very
brief period, anatter of milliseconds. If another user requests a file that Diskeeper has locked, that request is
suspended for the brief period until Diskeeper releases the file. Then the request is serviced. There is never ar
interruption of either process as a resiithis delay.

This solution allows Diskeeper to defragment open files safely, regardless of whether they are open for read
operations or for write operations.

No Operator Intervention

In keeping with the design goals, after Diskeeper has been startetAimtomatic Defragmentatiomode, it
runs automatically in the background, without the need for operator intervention. It runs indefinitely, unless told
otherwise by you.
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Appendix A

Table of Diskeeper Editions

Thistable shows the different editionsDiskeeper available, as well as the features and capabilities of each:



